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Cloud technology is a business strategy that aims to provide the necessary material to customers depending on their needs. In-
dividuals and cloud businesses alike have embraced the cloud storage service, which has become the most widely used service. *e
industries outsource their data to cloud storage space to relieve themselves of the load of dealing with redundant data contents. *is
must be protected to prevent the theft of personal belongings, and privacy must be improved as well. Different research projects have
been suggested to ensure the safe management of the information included within the data content. *e security of current research
projects, on the contrary, still needs improvement. As a result, this method has been suggested to address the security concerns
associated with cloud computing. *e primary goal of this study effort is to offer a safe environment for cloud users while also
increasing the profit of cloud resource providers by managing and securely delivering data contents to the cloud users. *e bulk of
sectors, including business, finance, military, and healthcare industry, do not store data in cloud-based storage systems. *is
technique is used to attract these kinds of customers. Increasing public acceptance,medical researchers are drawn to cloud computing
because it allows them to store their study material in a centralized location and distribute and access it in a more flexible manner.
*ey were collected from numerous individuals who were being evaluated for medical care at the time. Scalable and enhanced key
aggregate cryptosystem is a protected data protectionmethod that provides highly effective security in the healthcare industry.When
parties interested in a dispute disagree on the outflow of sensitive information, this technique manages the disputes and ensures the
data security deployment of a cloud-based intelligent health monitoring system for the parties involved.*e encrypted data structure
of medical and healthcare prescriptions is recorded as they move through the hands of patients and healthcare facilities, according to
the technique recommended. *e double encryption approach is used in order to raise the overall degree of security. An encryption
class is created by referring to the Ciphertext ID during the encryption procedure.*e keyholder is a master secret key that facilitates
in the recovery of the secret keys of variousmonsters and creatures by acting as a conduit between them. It is transferred and stored as
a single aggregate for the benefit of the patient or customer in order to make decryption more convenient and efficient. A safe
connection between cloud-based intelligent health monitoring systems and healthcare organizations and their patients may be
established via the use of a key aggregation cryptosystem and a double encryption approach, according to the researchers. Because of
this, when compared to earlier techniques, the findings reveal that the research methodology provides high levels of security in terms
of confidentiality and integrity, in addition to excellent scalability.
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1. Introduction

As with any relationship of agreement between two parties,
cloud security is similar in that it requires confidence in the
relationship of agreeing with each other, which manifests
itself as sensitive data both statically and during transmis-
sion. Customers and service providers that interact with a
cloud computing environment need a high level of confi-
dence in the environment [1]. Because cloud computing
incorporates a variety of local methods and draws in a large
number of people with a variety of backgrounds, it has the
potential to become very complicated. Private information
on a differential scale is presently receiving a great deal of
attention as a potential alternative for partition-based pri-
vacy models for privacy preservation. When it comes to
cloud computing, security may be achieved via a variety of
methods such as authentication, data integrity, and confi-
dentiality [2].*is consists of providing individuals with on-
demand and prior reservation-based access to combine
computational and other resources, autonomics, the ability
to categorize resources from potentially disparate clouds to
produce the results of workflows, and the appropriate level
of security and privacy. A powerful cloud-based operating
system provider, a productivity suite provider, postal service
providers, and storage providers are all investigated using
this method [3]. A cataract is a significant and rapidly in-
creasing worldwide health problem. *e goal is to prevent
cataracts from progressing further and to discover a treat-
ment for them.*e loss of privacy concerning the data of the
users has an impact on the ability to provide the service
properly in the cloud environment. Performing a compar-
ative study of cloud-based privacy preservation methods
provides a clear picture of the privacy issues and strategies
that are being utilized for data preservation in the cloud. As a
result, the data mining method coupled with optimization
approaches is presented to address the issue of privacy
preservation [4]. Consequently, the present study endeav-
ours to resolve the security issues that have been previously
addressed by introducing new methods. When it comes to
avoiding security problems, the earlier-used methods pro-
vide superior results, but they may impair the overall per-
formance in a variety of ways. *is strategy is designed to
maximize the security level and safeguard the cloud data
contents in the studymethods that have been recommended.
*e primary aim is to guarantee and offer a secure envi-
ronment for data related to healthcare services and products.
*e fact that the apps are located in several places further
adds to the public’s worry about privacy [5]. In addition to
storing data and providing flexible processing capacity,
cloud computing helps to propel information technology
(IT) to greater heights while requiring less initial capital
expenditure. A company that operates its application in the
public domain and outside of the firewall will raise
knowledge about security and the issues that may arise as a
result of that awareness. In the case of cloud computing,
consumers may access resources from anywhere in the world
at any time by connecting to the Internet, eliminating the

need to deal with the real resource issues, such as physical
and technical administration. Unlike traditional computer
resources, cloud computing resources are dynamic and
adaptable [6].

Because random number creation in symmetric key
encryption techniques is readily recognized by the user, the
One-Time Pad (OTP) generator is utilized by the majority of
approaches in current research [7]. In cryptography, the
One-Time Password (OTP) is an encryption method that
cannot be broken. An encrypted plaintext is used in con-
junction with a randomly generated secret key, also known
as a one-time pad, in this kind of encryption [8]. In the next
step, each bit or character of the plaintext is encrypted by
adding it to the matching bit or character using a technique
known as modular addition. Providing that the key is
random, is at least as long as the plaintext, is never reused in
whole or in part, and is kept secret, the resultant ciphertext
will be almost difficult to decode and break into. It has also
been shown that any cipher with the perfect secrecy property
must employ keys that meet the same criteria as OTP keys to
function properly [9]. One-time pads are information-
theoretically secure in the sense that the encrypted message,
referred to as the ciphertext, gives no information about the
original message to a cryptanalyst other than the maximum
length of the message that may be sent. A feature of the one-
time pad that he coined “perfect secrecy” is that the ci-
phertext C contains no new information about the plaintext
other than what is already known. Specifically, it is because
every plaintext of equal length may be converted into any
other plaintext if a genuinely random key is used only once,
and all of the conversions are equally probable [9]. As a
result, the chance of receiving a plaintext message M is the
same as the likelihood of receiving a plaintext message M
after the fact.

With the Diffie–Hellman key exchange protocol, it is
possible to arrive at a shared secret key by exchanging text
messages over an insecure medium without having to meet
in person first. *e Diffie–Hellman key exchange protocol is
confined to the exchange of just one key between partici-
pants. In the absence of entity authentication, this protocol is
susceptible toman-in-the-middle attacks and impersonation
attacks, among other things. It has been noticed that Nanli’s
protocol, despite its efforts to remove the man-in-the-
middle attack, is still vulnerable to the impersonation attack.
*is study proposes an enhanced key exchange strategy
based on a third-party authentication system in order to deal
with this vulnerability.

*e entropy of the plaintext is denoted by M, while
H(M|C) is the conditional entropy of the plaintext when
denoted by the ciphertext. Perfect secrecy is a strong concept
of cryptanalytic difficulty in the cryptographic community.
Symmetric encryption methods that are now in use com-
plicated patterns of substitution and transpositions [10]. It is
not known if there may be a cryptanalytic method that can
reverse these changes without knowing the key that was used
during the encryption process, for the best of this presently
in use, which is the best of the best. Asymmetric encryption
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methods are based on mathematical problems that are be-
lieved to be difficult to answer, such as integer factorization
and discrete logarithms, which are both difficult to solve.*e
fact that these issues are difficult is not proven, and a
mathematical breakthrough may render current systems
susceptible to assault. OTP, in contrast to traditional sym-
metric encryption, is impervious to brute force assaults
because it maintains complete secrecy, unlike ordinary
symmetric encryption [11]. Attempting all keys just results
in a slew of plaintexts, each of which is equally likely to be the
real plaintext. When there is known plaintext, such as a
portion of the message being known, brute force assaults are
ineffective because the attacker is unable to get any infor-
mation about the portions of the key that are required to
decode the remainder of the message from the plaintext. All
that will be revealed by these parts are just those parts of the
key that correspond to the users, and since each user cor-
responds to a single part of the key, no portion of the key is
reliant on any other part of the key [12]. Providing a safe
environment for cloud users, as well as increasing the profit
of cloud resource providers, is the primary goal of this study
effort. *is is accomplished via the secure handling and
provisioning of data contents. Increasing public acceptance,
medical researchers are drawn to cloud computing because it
allows them to keep their study material in a centralized
location and share and access it from anywhere at any time
[4].

*is technique, known as the Diffie–Hellman key
agreement protocol, allows two parties to exchange secret
keys over an unprotected channel without having to
physically meet in person. *e secret key is used for further
encryption and decryption of the message and the cypher
text, respectively, once they have been encrypted. When it
comes to key management, there are several obstacles to
overcome [13]. To ensure safe communication, every pair of
users’ need have a unique key, which is the first obstacle.

As a result, if a communication network has n users, then
each member of the network must hold (n− 1) keys in their
possession. A big number of members in a network make it
very difficult to keep track of such a large number of keys in a
secure manner. During the course of public key cryptog-
raphy, the participant is required to identify two separate
keys for the purposes of encryption and decryption [14].
*ese two keys should be multiplicative inverses of each
other, and they should be the same. *e most significant
drawback of public key cryptography is that the encryption
and decryption processes are both excessively slow. Man-in-
the-middle attacks, in which a trusted third party takes on
the role of the man in themiddle, are also a concern in public
key cryptography. In a man-in-the-middle attack, a third
party (C) impersonates itself from A to B and B to A
communication channels [14]. In this method, both parties
communicate with one another via the intermediary of
third-party C. *e solution to this challenge is to provide a
means of authentication between parties who are talking
with one another.

On the subject of group key management, a number of
systems have been proposed. Researchers examined the
most current developments in security parameters in key

management, as well as techniques for distributing session
keys in a safe manner, and they also explored the topic of key
refreshing. In addition to offering an efficient method for
many-to-many and one-to-many communications, multi-
cast or group communication facilitates the delivery of
material on a broad scale.

In symmetric key cryptography, one of the most difficult
problems to solve is the establishment of a secret key be-
tween two participants [15].

It is necessary to gather medical information from a
variety of patients so that it may be evaluated to anticipate
the information about a medical cure. It is critical to store
and safely retrieve data so that a security breach does not
result in an incorrect prediction or analysis. Health care data
are stored and managed securely and confidentially in cloud
computing storage, which is a concentrated area of storage
[16]. Novel methods for protecting healthcare data stored in
the cloud are being suggested in this study. By adopting new
techniques, the potential security breach that might occur
when sharing the cloud-stored healthcare data with various
researchers is mitigated to the greatest extent possible.
Because of the high amount of information being handled, it
is not possible to ensure complete security improvement.
Because of advancements in technology, the hacking process
has becomemore accessible, which must be avoided to avoid
data corruption and theft [17]. *e current study studies do
not address the privacy concerns that would arise if sensitive
information, such as the legitimacy and ownership of the
associated data, was disclosed.

It is necessary to exchange keys in a certainmathematical
configuration in which there is no need for user authenti-
cation. Cas Cremers gave a presentation on how to enhance
the standard for key management, which was based on his
study.

Man-in-the middle attacks on the Diffie–Hellman pro-
tocol are common, and it is required to create a solution to
remove man-in-the-middle attacks in order to ensure the
safe transfer of the secret key between two parties using this
protocol.

Several strategies have been proposed to provide the key
exchange with user authentication in order to remove the
man-in-the-middle threat by using hashing algorithms [18].
It is addressed in this work how the technique given by Nanli
[19] for removing the man-in-the-middle attack may be
used, the issue of impersonation by an authenticated
member is discovered, and a solution to the identified assault
is proposed.

*e goal of a Diffie–Hellman key exchange is to provide
parties with the option to generate a symmetric session key
via an insecure communication channel. In addition, a
symmetric key is exchanged with a session key for the
purpose of encrypting and decrypting data. *e discrete
logarithm issue has an impact on the strength of the secret
key produced in the Diffie–Hellman protocol [20]. In ref-
erence, the discrete logarithm issue is described as the
amount of security that protects the deducing of the key
from being compromised. Suppose “a” is a number, and the
power modulo p of this number creates all integers from 1 to
p− 1; in this case, “a” is known as a primitive root or a
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generator of the prime number “p.” *e numbers generated
from 1 to p− 1 are as follows: a (mod)p, a2 (mod)p, . . . ap-1
(mod)p.

*ese numbers, numbered from 1 to p− 1, create a
permutation of sorts. For an integer b, b: bp, a prime number
“p, and a generator “a of prime number “p, the expression
b� ai (mod)p is produced as b� ai (mod)p, where 0 I p and 1
I p are positive integers (p− 1).

*e issue of discrete logarithm of integer “b” on base “a”
modulo p is referred to as I in this context. *is value I may
be represented by the notation d.loga, p (b).

Similar to the description in reference, the key exchange
protocol is defined by utilising two public parameters, which
are known as a prime number supplied as “q” and an integer
given as “.” *e integer “q” is generated by the provided
integer “q.”

User A chooses a one-time random number (private key)
XA such that XA q computes the public key parameter.

YA� [(X A)]mod q by multiplying YA by q. In a similar
manner, user B chooses a new random integer as its private
key, and user B computes its public key as YB� [(X B)]mod q
by multiplying the private key by the modulus q.

X values are kept private on both sides, while the Y values
are made publicly visible to the other user on the opposite
side. *e key for user B is determined as k� [(YA) (X B)]
mod q, where q is the number of users.

2. Related Work

Hsiao Ying Lin and Wen GueyTzeng are two Taiwanese
artists [21]. It was initially introduced as a technique known
as distributed secured data storage, which counts the re-
covery process in a cloud database by the use of technologies
known as encryption, according to its creators. It is possible
to combine forwarding and encryption techniques, as well as
an encryption mechanism, into a single package using this
technology. *ere are a plethora of methods accessible, each
of which includes retrieval approaches as well as cloud data
storage capabilities. Tseng et al. [22], when it comes to
discussing how to share data with other users in a safe,
efficient, and adaptable manner in cloud data storage, have
come up with a novel approach. It was discovered that the
investigators employed a public key cryptosystem to pro-
duce ciphertexts that were all the same size input, which
allowed them to grant operational decryption privilege to
ciphertexts in response to a user’s request for decryption
rights. It has been shown that employing cryptography
aggregate key techniques in cryptosystems, it is possible to
compress the secret keys used in the system. As a result of
utilising this strategy, which aids in the safe storage of data,
the amount of storage space available will be reduced only
when all users are using the same set of privileges and key
sharing [23]. Because of the restrictions imposed by this
method, it can only be used with certain kinds of encrypted
communications. We calculated an effective pairing-based
PPDP approach, according to Huaqun Wang and Zhang
[24] in order to assure security in cloud data communica-
tions. When a customer is unable to do a remote check on
their data in public clouds, they must be aware of their data

ownership in public clouds. *is technique is divided into
three parts: the model of the PPDP system, the design
process, and the security model. *e notion of bilinear
pairing is used to build and execute an efficient PPDP
protocol, which is then put into practise. Performance and
security studies have been conducted to ensure that this
protocol is both efficient and secure [25].

In [26], the development of an attribute-based data
interchange system for the smart grid is now underway. Not
only has the data been evened out but also the access criteria
have also been concealed from the view of grid staff
throughout the course of the data exchange. Although both
policy privacy and data privacy are protected under this
method, the latter is more difficult to achieve. It is feasible to
convey the access policy via the use of a number of arbitrary
access equations. *is increases the expressiveness of the
policies as a consequence of the transformation. Addi-
tionally, the security is reinforced such that data that are to
be transferred cannot be decrypted by a key generation
centre that is not authorized to do so or by grid management
systems that do not retain the data. Delegating the ex-
ceedingly labor-intensive procedures of decryption to more
powerful grid-managed systems that are more efficient re-
duces the irregularities in the receivers’ calculations as well
as their overall performance. Gopinath and Geetha [27] are
two of the most recent publications in this field. *e de-
velopment of an auditing framework for cloud storage
systems, as well as an auditing protocol that is both effective
and privacy-preserving, have both been presented in this
study [28]. It has been improved to incorporate an auditing
protocol to ensure that data dynamic operations are
maintained in a way that is both provably safe and efficient in
the arbitrary oracle modelling context. A trusted organizer
or any other middleman is not required for the usage of this
auditing protocol, which enables for batch auditing of
several clouds and different owners [29]. *e simulation
findings and analyses reveal that the suggested auditing
protocols are efficient and secure and that they, in particular,
lower the computational expenses incurred by auditors in
the course of performing their duties. In [19], a role-based
encryption (RBE) paradigm, which integrated cryptographic
approaches with a system known as role-based access
control (RBAC), to protect sensitive information (RBAC)
was suggested. On the basis of this approach, a secure RBE is
provided which is based on hybrid cloud storage planning
and provides an organization with the ability to store data
safely in the public cloud while simultaneously maintaining
the confidentiality of the company’s information in a private
cloud environment [30].

Waddington and Smith [31] addressed the difficulties
and possible solutions associated with giving access to re-
search results and storing them for long periods of time,
which are mostly reliant on research data. Cloud storage and
compute services are an ideal alternative for storing and
preserving research data since they provide ready-to-use
storage and computation services. Cloud infrastructure is
more scalable and may be implemented on demand as
compared to the construction of infrastructure inside a
company, which frequently requires considerable upfront
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investment and extensive lead times [32]. *e use of
commercial cloud services, in particular, presents concerns
about cost-effectiveness, trust, and governance, as well as
obstacles with regard to service quality. In the case of data
that are kept in the cloud, this approach identifies a col-
lection of thorough case readings for scientists and re-
searchers who are conducting a data-intensive study and
demonstrates the questions that will be examined
throughout the process. In the next step, the researchers
evaluate the feasibility of developing a database system that
meets all of the criteria. It is planned to implement a hybrid
cloud, which would mix internally managed storage, cloud
storage, and cloud services into a single unified storage area
network (SAN) to improve performance. *e content is sent
to storage providers in accordance with a rule-based dis-
tribution technique. According to Lees et al. [33], a cloud-
based storage system is presented that enables the out-
sourcing of dynamic data. *e owner is able to preserve and
retrieve data stored by the cloud service provider, as well as
produce new data in the cloud storage system as required.
Individuals may be certain that they are getting the most up-
to-date version of the outsourced information thanks to
their system, which is accessible only to authorized users.
Kumar et al. [34] presented a CPABE system with multiple
authorities that contains the following features: the system
does not require a fully trusted central authority, and each
attribute authority independently issues secret keys to users;
second, each attribute authority can dynamically remove any
user from its domain, ensuring that the revoked users are
prevented from accessing subsequently outsourced data; and
third, cloud servers can update encrypted data from the
current period to the next period, ensuring that the revoked
users are prevented from accessing subsequently outsourced
data [35]. *e integration of information and communi-
cation systems has helped a number of real-time and mis-
sion-critical applications, such as weather monitoring, flood
detection, and emergency response, among others.
Healthcare computer systems have gained a great deal of
attention in recent years, and a growing number of insti-
tutions are implementing healthcare solutions to extend and
enhance their services while keeping the total cost of
ownership as low as possible [36].

Ultimately, the purpose of healthcare computer systems
is to provide its users with easy and quick access to
healthcare data and services, regardless of when or where
they are accessed. *is aim may be achieved in part via the
use of cloud computing and its business model, which allows
these services to be made accessible on a larger scale and at a
more affordable price than would otherwise be feasible. *e
effect of this is that the majority of healthcare companies are
apprehensive of using cloud-based solutions due to the
possibility of data security and privacy concerns. Conse-
quently, healthcare systems and services are now delivered
through the public or private cloud in a cloud computing
environment, rendering them vulnerable to a broad variety
of security issues, including identity theft and fraud. A
considerable chance exists that unauthorised users may seek
to get access to sensitive health information, which might
result in serious data security and privacy concerns. When it

comes to healthcare data in cloud computing environments,
the proposed concept describes a study of the security and
privacy challenges that must be addressed. It also proposes a
solution that will prevent unauthorised access to data by
introducing an access control mechanism that can act as a
security layer on top of all cloud service models, which can
be implemented as a cloud service model. As a result, new
techniques of securing healthcare data that are stored in the
cloud are being examined. If new security approaches are
used, they may help to avoid security breaches from hap-
pening when cloud-based stored healthcare data are shared
with a large number of researchers. In light of the large
quantity of information that must be managed, it is im-
possible to ensure comprehensive security enhancement. As
technology advances, it will become simpler for hackers to
infiltrate systems, which must be prevented in order to
prevent data damage and theft from happening. *e present
research efforts are hindered by privacy issues, since sen-
sitive information such as the validity and ownership of the
linked data would be made public if the research work was
released in its current state. Data owners have divided their
current work files into a number of blocks, which will be
retained in the index tree structure for future reference. As a
consequence of the way the current technique is working,
the following issues have arisen. Overhead in calculation has
increased. Storage capacity is being used more often.
Depending on whether or not the CSP is acting as a
malicious provider, it is conceivable that the data kept on the
server may get compromised. *is must be avoided in order
to ensure server security. *e recovery of content from a
cloud server that has gone down is a difficult task that must
be conducted with more care in order to avoid content loss.

3. Materials and Methods

Cloud customers, as well as cloud service providers, have
identified several difficulties [37]. Assurance of storage
process and sharing are done in a secured manner [38].
Many current research projects have traditionally beenmade
accessible in a secure cloud computing environment.
However, as a result of maintaining a mostly conventional
methodology, it fails to provide security.*e previous efforts
that did not include safety precautions have likewise dete-
riorated in certain factors. *e IDHKE is being created in
this piece of the proposal, and the data contents are being
exchanged securely with the end users from a cloud server,
which is being constructed. As a result, the sharing of secret
key information is done safely. By choosing one random
prime number for each parameter value and master secret
key, secure key creation may be accomplished which is
difficult for hackers to crack. Secure data transfer is,
therefore, guaranteed in the suggested technique of cor-
rectness and dependability in the authentication process.

*e transparent data encryption feature of Microsoft
SQL Server 2008 was introduced with the release of SQL
Server 2008. *is feature enables the SQL Server to encrypt
data as it is written to the server’s hard disc, and the SQL
Server decrypts data as it is read from the hard drive into the
server’s memory. *e benefit of using this approach is that
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you are able to encrypt all data without causing any changes
to the data in any way. *is function also safeguards all of
your data when it is backed up since the backup is encrypted
as well as the original. Instead of encrypting the data con-
tained inside the blocks of data, this encryption is accom-
plished by encrypting the blocks of data themselves. It is
important to note that when data are encrypted, just the data
contained inside the table is encrypted, while TDE will
encrypt the metadata about the tables, as well as the white
space in the data pages, among other things.

*e disadvantage of employing transparent data en-
cryption is that if someone is able to get access to your SQL
Server by conventional methods, or by using something such
as a SQL Injection, they will still be able to extract the data
from your SQL Server by just querying the data in your SQL
Server.

Additionally, transparent data encryption will increase
the CPU burden on the SQL Server since each data page that
is read from or written to the disc must be encrypted.
Transparent data encryption is a good thing. On systems
with a high level of demand, this might result in a significant
increase in CPU resources. Transparent data encryption is a
feature that is incredibly simple to enable. Simply right click
on the database in SQL Server Management Studio and
choose Properties from the drop-downmenu.*en, click on
the choices tab and go to the bottom of the option list to
confirm your selection. When you do this, the transparent
data encryption option for this database will be enabled.

3.1. Methodology of Secured Data Transmission. *e im-
proved data transmission with secure key algorithm
(IDTSK) is developed in this piece of the proposal; the data
contents are exchanged securely with the end users from the
cloud server, which is being built. As a result, the sharing of
secret key information is done safely. By choosing one
random prime number for each parameter value and master
secret key, secure key creation may be accomplished that is
difficult for hackers to crack. As a result, the suggested
technique of accuracy and reliability authentication ensures
safe data transfer of all information. Figure 1 represents the
overall proposed work.

As outlined below, the suggested approach will be ex-
amined in more depth in the following sections.

3.2.Overall SystemSetup. *e fourmain organizations in the
system are comprised of four important components: *e
Central Authority (CA), *e Cloud, *e Data Owners
(DOs), and *e Data Receivers (SDRs) [36].

Caution: the cryptographic key is assigned to a user
following a set of characteristics, and the Central Authority
divides the key into two components or sections (CA). *e
first is known as a Secret Part Key (SPK), and the second is
referred to as a Security Device Key (SDK), and both are used
for storing sensitive information in a secure manner inside a
limited computer device [35]. Management of each secured
user device is the responsibility of CA and the associated
SDK. If, for example, during a specific phase of SDK update,
a new SDK is generated in the security device’s CA, and the

encryption key is transmitted to the cloud once again; this is
referred to as a “hard reset.”

To guarantee that the data are secured, all encrypted
shared data are stored in a semitrusted party in the cloud,
with the users’ Universal Identity (UID) within the table
being saved as well as the encryption key when necessary. In
the case that the DR shares encrypted data with the proxy
cloud via the DR queries, the proxy cloud re-encrypts the
shared data with the appropriate key and sends the
encrypted shared data back to the DR. Ownership of data is a
term used to describe the sharing of information among data
receivers (SDRs) (DO). *e CPABE encrypts data before
sharing it with other users, in line with the organization’s
access policy. It is referred to as the user in this case since it is
used to refer to the data exchange between a cloud and an
individual user. When DR data are shared, decryption from
the cloud is required, which results in ciphertext with an
entirely new encryption key. SPK decodes SDRs’ security
device-encrypted ciphertext after determining whether or
not SDRs’ attribute set access policy has been met. SDK
never reveals anything during decryption, and a process of
partial decryption is removed out of the security device and
performed outside of the security device to ensure that no
sensitive information is exposed [32]. Contact with the CA
and the use of a new security device if a security device has
been lost or stolen are required for the revocation of DR to
occur.

In q prime order of Hl bilinear group, h is a generator of
Hl. Additionally, the bilinear map denotes e:
H1 × H1⟶ H2. *e size of the groups is determined by a
security parameter l. Define the Lagrange coefficient Δj,p for
j ∈ Aq and a set, S, of elements in Aq: Δj,p(y) � organized as
CA setup, AA setup, secret key generation, data encryption,
and data decryption.

3.3. Initial System Setup. *e CA setup algorithm needs to
run for CA setup as input from a parameter of security. H

and HU are a couple of multiplicative groups chosen by CA
with similar p prime order as well as a bilinear map:
H × H⟶ HU, a couple of system parameters as of the d
maximum tree depth and the maximum node cardinality
num.

*e following are steps for the algorithm to proceed.
*us, the universe of real attributes W � 1, . . . , m{ } and a
(num−1-sized universe of dummy attributes v � m + 1,{

. . . , m+ num−1}. In sequence, a (e, num)−universal access

Encryption DecryptionKey generation

CA Setup

AA Setup

Key generation
with private key

ciphertext

decryption

Figure 1: Overall proposed work.
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tree T is used. Procedures’ implicit inputs are assumed to be
e, num, v, v∗, U. Now, for each real attribute, j ∈ u, choose a
set of |U| numbers u∗kx x ∈ ΦT uniformly at random from
Zp. Furthermore, for each dummy attribute j ∈ u, choose a
set of |ΦT| numbers t∗jx x ∈ ΦT uniformly at random from
Zp. Finally, choose y uniformly at random in Zp. Equations
(1) and (2) define the public parameters PK:

GPP � f(h, h)
z
, Uky � h

ukz 
j∈u,x∈ψT

, U � h
u′

|y 
a

k∈v,y∈ϕu

. (1)

*e master key MK is

y, tj,x 
j∈u,x∈ΨT

, t
∗
jx 

j∈u,x∈ΦT

. (2)

CA accepts both user registration and AA registration as
forms of registration.

Every user is required to enroll in CA at a system startup
to be able to access certain features. A unique identifier (uid)
is given to a lawful user on a system by the system ad-
ministrator. Two random numbers are produced in every
user uid, such as u “uid Zp with secret keys worldwide and,
in turn, produces the global public keys for the following.

AA registration: when the system is first started, the CA
must be registered with every AA. On the legal authority
system in AA, a global attribute authority is issued world-
wide by the CA to identify the AA for the first time. Other
global public/secret keys, such as (GPK “uid” “GSK” “uid”),
are supplied from CA to each user in conjunction with AA
“aid.” In addition, a verification key is provided to AA aul for
use in validating the user’s certificates issued by the CA once
they have been granted. Attributes’ set is denoted by Said in
every attribute authority of AAaid as 3 equations. *ree
random numbers αaidβaidcaid ∈ Zp are chosen along with the
authority secret key:

SK aid � αaidβaid, caid( . (3)

“aid” represents data encryption, “aid” represents at-
tributes differentiated by “aid” from multiple AAs, and “aid”
represents attribute revocation for “aid.” According to (4),
the creation of the public key PK “aid” occurs as

PKaid � e(g, g)
aald , g

βaid , g
1/

�
I

√
aid

 . (4)

Equation (5) gives a generation of the public attribute
key on every attribute xaid ∈ Said as

PKxaid
� PK1xaid

� H xaid( 
vxaid

,PK2,xaid
� H xaid( 

vxaitcaid ,

(5)

where VKxaid
� vxaid

are the version key of attribute im-
plicitly. All the public attribute keys PKxaid} 

xaid∈said
are

published on the public bulletin board of the ACAaid in-
corporated along with public key PKaid of AAaid.

3.4. Key Generation in the Proposed Structure.
Authentication of every user uid is needed on AAaid in
before entitling a few attributes. AAaid receives the Certif-
icate (uid) from submission of the user and, in turn, au-
thentication of the user by AAaid via CA offering verification
key. On authentication of AAaid, attributes’ set Suid.aid is
entitled to the user uid accordingly with its role otherwise
administrative domain identity else it exit. In turn, the users’
secret key SKuid,aid is generated by AAaid on execution of the
algorithm secret key generation SKeyGen. An attribute set of
a user uid is considered. A private key D is the output of the
key generation algorithm enabling A to decrypt a message
encrypted under a (d, num) bounded access tree T′ iff
T′(c) � 1.

*e algorithm proceeds as follows. In all users, a
polynomial qx is chosen randomly among every nonleaf
node x in the universal access tree T. From the source of root
node r, polynomials are selected, cx � mum − 1. *e
threshold value is maximum than degrees x of the poly-
nomial qx for each x. Complete definition of other points of
the polynomial qr, randomly, is done as cr for the root node r

by fixing qr(0) � y.qx which is defined completely by
selecting cx other points in random for else nonleaf node x as
fixing qx(0) � qparent(x)(index(x)). In a sequence of poly-
nomials determined, secret values to the user are followed as

Djx � g
qx(j)/Ljx 

j∈u,x∈ΨT

, Dj,x � g
4x(θ)/rjx

′
 

j∈u∗ ,x∈ΦT

. (6)

Decryption key D is obtained from the secret values’ set.
A (d, num) bounded access tree T are selected first for
encryption of a message ∈∈GPP by the encrypter ε. Real
attributes are assigned to the leaf nodes in T′.

Message M with the access tree T′ can encrypt. On
demand, normal forms get encrypted. A map between the
nodes in T′ and the universal access tree T are defined by ε.
For each nonleaf node x in T′, ε chooses an arbitrary
(num − kx)-sized setωx of dummy child nodes of map(x) in
T. Letf(j, x) be a Boolean function such thatf(0, x) � 1 if a
real attribute j ∈ U is associated with a leaf child of node
x ∈ T else 0. Choose a random value s ∈ Zp, and equation
(7) gives the ciphertext E as follows:

<T′, E′ � m>Y
5
, Ej,x � T

s
j,map(x) j ∈ u, x ∈ ΨT′ : f(j, x) � 1 E

∗
j,x � T

∗s
j,map(x) j � att(z): z ∈ wx, x ∈ ΦT. (7)

Any concerned encrypted data are queried from every
legal user in the system. Decryption algorithm decrypts
ciphertext from the server depending on the data received
via secret keys as of various AAs. Ciphertext E defines user

satisfied attributes in access structure and so the content key
is used by the user. Ciphertext E, D private key, and a node x

in T0 give input of a recursive algorithm in decrypt Node
(E, D, x). Group element of G2 or ⊥ are output. Initially, x is
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a leaf node is considered. Let j � att(x) and w be the parent
of x. Equation (8) represents the decrypt node:

if j ∈ c It reduces to e(g, g)
s.t jmapew)when j ∈ c. (8)

Now, consider the recursive case when x is a nonleaf
node in T′. *e algorithm proceeds as follows. For all nodes
z that are children of x, it calls DecryptNode (E, D, z) and
stores the output as Fz. Additionally, for each dummy node,
z ∈ ωx, where ωx is a select set of dummy nodes of the map
(x) in T chosen by the encrypter, it invokes a function
Decrypt Dummy (E, D, z) that are defined below and stores
the output as Fz. Let j be the dummy attribute associated
with z. *en, (9) shows

DecryptNode(E, D, x) � e D
∗
jjmap(w), E

∗
j,x , (9)

which reduces to (g, g)s.4map(x)(θ). Let Ωx be an arbitrary
kx−sized set of child nodes z such that Fz ≠⊥. Furthermore,
let Sx be the union of the setsΩx and ωx. *us, we have that
|Sx| � num. Let g^� e(g, g). If no kx-sized set x exists, then
the node x was not satisfied and the function returns ⊥.
Otherwise, compute the following equations:


z∈Ωx

F
Δls1′(a)
z 

z∈ωx

F
At ·sk
′(0)

z . (10)

Return the result. Now that we have defined decrypt
node, the decryption algorithm simply invokes it on the root
r’of T′. Observe that DecryptNode (E, D, r′) � e(g, g)sy iff
T′(c) � 1 and note that

Fr, � e(g, g)
s.qmap(rη) (0) � e(g, g)

s·qr(0)
� e(g, g)

sy
, (11)

where r is the root of the universal tree T.
Since E′ � M · e(g, g)sy, the decryption algorithm

simply divides out e(g, g)sy and recovers. M.
In asymmetric encryption, in 1976, the key exchange is

performed by the Diffie–Hellman algorithm designed by
Whitfield Diffie and Martin Hellman. It removes the ne-
cessity of transferring keys among a couple of communi-
cation parties. A shared secret key is possible to generate
every party on data encryption and data decryption. Dif-
fie–Hellman key exchange is done securely as of various
security protocols and services in reliable communication. A
random parameter is chosen for the algorithm inefficiency.
New shared keys are generated randomly for the exchange of
information among the receiver as well as the sender and the
receiver. *us, various ciphertexts are generated at a time of
a similar message. Several attacks are prevented on utilising
this scheme. “q” is a prime number, and “a” is a primitive
root which is selected by the basic version of the Dif-
fie–Hellman algorithm on condition q> a.*e powers of “a”
generate all integers from 1, 2, 3, 4, 5, 6, 7, 8, 9, 10, 11, 12, 13,
14, 15, 16, 17, 18, 19, 20, 21, 22, 23, 24, 25, 26, 27, 28, 29, 30,
31, . . .. All integers from 1 to p− 1 are generated by aq-1mod
q. In this method, the first user chooses a private key by
selecting a random natural number I from a hat. A mod q is
used to compute the public key for many users with the same
name and password. Similarly, the second user chooses the
letter j for its private key. It is the same process that was used

to create the first user public.*e public keys of the two users
are then exchanged between them. To calculate the shared
secret key, each user utilizes its private key in conjunction
with the public keys of the other users. Encryption and
decryption are accomplished with the help of this secret key
(Algorithm 1).

Because the private keys I and j are not sent and thus
cannot be intercepted, only the people involved in the
communication are aware of them. As a result, only the
people involved in the communication may compute the
shared secret key. However, there is still no way to au-
thenticate the people who are interacting since their iden-
tities are not connected to the keys that they are sharing. As a
result, the algorithm is vulnerable to man-in-the-middle
assaults. Improved data transmission with secure key al-
gorithm (IDTSK) describes how public key certificates and
digital signatures may be used to protect against these types
of attacks. Messages can be encrypted multiple times,
yielding the exact cryptic text because the shared key re-
mains constant during the session. To discover connections
between plaintext and encrypted text, it is necessary to look
for patterns that appear often in the ciphertext. To protect
against known-plaintext attacks, it is necessary to include a
random component in the key agreement procedure so that
a new ciphertext is produced even when the same plaintext is
encrypted several times.

4. Implementation

When compared with the suggested technique, the experi-
mental findings are verified among the existing methodol-
ogies. *e research performance evaluation is achieved by
matching the current technique with a particular parameter
on the basis of the data collected. *e improved data
transmission with secure key algorithm (IDTSK) approach,
which was created in an earlier manner, is widely used in
public key cryptosystems today. In comparison to the rest of
the class, it achieves a superior encryption message iden-
tification and public key via ciphertext. *e suggested study,
IDHKE, is being developed in order to provide substantial
security for health-related data. *e following criteria are
taken into consideration for attaining performance: resource
utilization rate, integrity, secrecy, and degree of user
satisfaction.

4.1. Confidentiality Comparison. Confidentiality values are
analyzed among proposed IDHKE against existing methods
improved data transmission with secure key algorithm
(IDTSK) are tabulated in Table 1. In scenario of delegation
ratio 0.9, 98% confidentiality is attained in IDHKE.

*e confidentiality results of the prevailing improved
data transmission with secure key algorithm (IDTSK)
technique against the proposed IDHKE technique are shown
in Figure 2. Delegation ratio is represented in X-axis and
confidentiality is represented by Y-axis. *e proportion of
the delegated cipher text classes to the classes entirely is
referred to as the delegation ratio. *e IDTSK (improved
data transmission with secure key algorithm) methodology,
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which was created previously, is known for its dual en-
cryption mechanism with an identifier. In the suggested
technique IDHKE, secure key sharing is implemented. *e
practical results prove methodology of IDHKE achieves
maximum confidentiality against improved data transmis-
sion with secure key algorithm (IDTSK) techniques.

4.2. Integrity Comparison. Integrity values are analyzed
among proposed IDHKE against existing methods, im-
proved data transmission with secure key algorithm
(IDTSK), which are tabulated in Table 2. In the scenario of
delegation ratio 0.9, 97.2% integrity is attained in IDHKE.

Figure 3 shows the results of the current improved data
transmission with the secure key algorithm (IDTSK)method

compared to the proposed IDHKE technique in terms of
structural integrity. Appendix indicates the pseudocode of
the proposed work. *e delegation ratio (represented by the
X-axis) and the confidentiality (represented by the Y-axis)
are shown on the graph. *e delegation ratio refers to the
proportion of delegated cipher text classes that are assigned
to the classes in their entirety. Whenever it comes to data
transmission, one of the most well-known methods is the
improved data transmission with secure key algorithm
(IDTSK). *e suggested method IDHKE includes a secret
key management system that is implemented. *e practical
findings demonstrate that the IDHKE approach delivers
maximal integrity when compared to improved data
transmission with secure key algorithm (IDTSK) methods.

4.3. User Satisfaction Degree. User satisfaction levels about
cloud resources are referred to as Quality of Service to the
user. Subjective and objective services are the two primary
services provided to users by resources in which feedback
information is required in the approach of subjective be-
ginning users on completion of useful resource, and ob-
jective approach offers higher degrees of satisfaction among
users’ resource demand and the selected resources’ capa-
bility. Figure 4 represents the user satisfaction.

Additionally, as shown in Figure 4, this section per-
forms a comparative analysis of both proposed IDHKE and
existing improved data transmission with secure key al-
gorithm (IDTSK) approaches for parameter resource
consumption rate as well as many other variables. When
compared to the existing improved data transmission with
secure key algorithm (IDTSK), IDHKE achieves a higher
rate of resource utilization than the current improved data
transmission with secure key algorithm (IDTSK). With
rising resource consumption, the number of users increases
from 50 to 300 because user tasks use more resources as a
consequence of increased resource utilization. Rather than
taking away a higher capacity resource from a user job with
a lower priority, this arrangement enables more high ca-
pacity resources to be made available to users with higher
demands. *e upgraded Diffie–Hellman is compared to the
traditional Diffie–Hellman in terms of time and memory
consumption.

*e proposed improved DH beats the existing con-
ventional DH in terms of time consumption while dealing

(1) Select a prime number “q” and its primitive root “a” (I< � a < � q)

(2) User 1:
Selects pr(1) � i −pu(1) � aimodq

(3) User 2:
Selects pr(2) � j −pu(2) � ajmodq

(4) Both parties exchange public keys.
(5) User1:
(i) Shared secret key, K � pu(2)jr(l) � aiimodq
(6) User 2:
(ii) Shared secret key, K � pu(I)pv(2) � aijmodq

ALGORITHM 1: Pseudocode for the proposed algorithm.

SE-KAC
IDHKE

120

100

80

60

40

20

0
0.1 0.2 0.3 0.4 0.5 0.6 0.7 0.8 0.9

Delegation ration r

Figure 2: Confidentiality.

Table 1: Confidentiality comparison values.

Delegation ratio (%) IDTSK IDHKE
0.1 25.2 27
0.2 38 41
0.3 44 46.8
0.4 58 62.5
0.5 69 72
0.6 78 79.8
0.7 80 83.4
0.8 87 89.6
0.9 96 98
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with files of variable length, as shown by the comparison
given in Figure 5.

5. Conclusion

With the creation of the algorithm of improved Dif-
fie–Hellman key exchange, it is hoped to optimise secret key
exchange in a manner that is safe for data receivers while still
preserving data security in the future. Because the secret key
informationmust be sent in a secure way in order to preserve
the greatest possible level of security. Using a master secret
key and a random prime number for each parameter value
makes it possible to establish a secure key generation process
that is difficult to break. *is enables accurate and reliable
verification to be carried out during secure data transmission
to be completed. Access control limitation is achieved via the
use of attribute-based encryption, which is both secure and
trustworthy. *is platform, known as CloudSim, makes it
easier to finish the research method, resulting in better
findings than presently accessible techniques [39].

Appendix

Key expansion: the key expansion procedure divides a 448-
bit key into multiple subkey arrays, resulting in a key with a
total size of 4168 bytes when completed. Blowfish makes
extensive use of subkeys to accomplish its goals. *ese keys
will be produced in advance of any data encryption or
decryption operations taking place.

*e p-array is composed of 18 32-bit subkeys, which are
denoted by the letters P1, P2, . . . , P18.
S1, 0, S1, 1, . . . , S1, 255 are four 32-bit S-Boxes with 256
elements each: S1, 0, S1, 1, . . . , S1.
S2, 0, S2, 1, . . . , S2, 255 are all numbers between 0 and
255.
S3, 0, S3, 1, . . . S3, 255 S4, 0, S4, 1, . . . S4, 255 S5, 0, S5, 1,
. . . S5, 255 S6, 0, S6, 1, . . . S6, 255.
Divide the number x into two 32-bit halves, xL and xR.
For I ranging from 1 to 16:
the product of XL and Pi is xL.
F(XL) XOR xR� F(XL) XOR xR.
Swap XL and xR.

Table 2: Integrity comparison values.

Integrity (%)
Delegation ratio (%) Improved data transmission with secure key algorithm (IDTSK) IDHKE
0.1 21.4 23.5
0.2 27.5 29
0.3 38.4 39
0.4 45.9 47
0.5 54.9 58
0.6 68.3 69.8
0.7 78.3 79.2
0.8 88.3 89.5
0.9 95.8 97.2

100
90
80
70
60
50
40
30
20
10

0
0 1 2 3 4 5 6 7 8 9 10

Number of iterations

SE-KAC
IDHKE

Figure 3: Integrity.

3

2.5

2

1.5

1

0.5
File 1 File 2 File 3 File 4 File 5

Conventional IDH
Improved DH

Figure 4: User satisfaction comparison.
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Figure 5: Time comparison between conventional DH and im-
proved DH.
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XL and xR should be swapped (reverse the previous
exchange), P17� xR XOR xR XOR P17.
P18� xL XOR xL XOR P18.
Combining xL and xR is recommended.

Data Availability

*e data that support the findings of this study are available
from the corresponding author upon request.

Conflicts of Interest

*e authors declare that they do not have any conflicts of
interest.

Acknowledgments

*e authors wish to thank King Abdulaziz City for Science
and Technology (KACST) for its support partially in this
research.

References

[1] T. Dillon, C.Wu, and E. Chang, “Cloud computing: issues and
challenges,” in Proceedings of the 2010 24th IEEE international
conference on advanced information networking and appli-
cations, pp. 27–33, IEEE, NW Washington, DC, US, 20 April
2010.

[2] D. Zissis and D. Lekkas, “Addressing cloud computing se-
curity issues,” Future Generation Computer Systems, vol. 28,
no. 3, pp. 583–592, 2012.

[3] D. Jain, P. K. Shukla, and S. Varma, “Energy efficient ar-
chitecture for mitigating the hot-spot problem in wireless
sensor networks,” Journal of Ambient Intelligence and Hu-
manized Computing, 2022.

[4] P. Pateriya, R. Singhai, and P. Shukla, “Design and imple-
mentation of optimum LSD coded signal processing algo-
rithm in the multiple-antenna system for the 5G wireless
technology,” Wireless Communications and Mobile Com-
puting, vol. 2022, Article ID 7628814, 12 pages, 2022.

[5] E. M. Onyema, P. K. Shukla, S. Dalal, M. N. Mathur,
M. Zakariah, and B. Tiwari, “Enhancement of patient facial
recognition through deep learning algorithm: ConvNet,”
Journal of Healthcare Engineering, vol. 2021, Article ID
5196000, 8 pages, 2021.

[6] S. Pandit, P. K. Shukla, A. Tiwari, P. K. Shukla,
M. Maheshwari, and R. Dubey, “Review of video compression
techniques based on fractal transform function and swarm
intelligence,” International Journal of Modern Physics B,
vol. 34, no. Number 08, pp. 2050–2061, 2020.

[7] A. Argyris, E. Pikasis, and D. Syvridis, “Gb/s one-time-pad
data encryption with synchronized chaos-based true random
bit generators,” Journal of Lightwave Technology, vol. 34,
no. 22, pp. 5325–5331, 2016.

[8] V. Bhandari, S. Tamrakar, P. Shukla, and A. Bhandari, “A new
model of M-secure image via quantization,” in Data, Engi-
neering and Applications, R. K. Shukla, J. Agrawal, S. Sharma,
and G. Singh Tomer, Eds., Springer, Singapore, 2019.

[9] S. Stalin, V. Roy, P. K. Shukla et al., “A machine learning-
based big EEG data artifact detection and wavelet-based re-
moval: an empirical approach,” Mathematical Problems in
Engineering, vol. 2021, Article ID 2942808, 11 pages, 2021.

[10] A. Revathi, R. Kaladevi, R. H. J. Kadiyala Ramana, and
M. S. P. K. Madapuri Rudra Kumar, “Early detection of
cognitive decline using machine learning algorithm and
cognitive ability test,” Security and Communication Networks,
vol. 2022, Article ID 4190023, 13 pages, 2022.

[11] L. Xu, X. Zhou, X. Li, R. H. Jhaveri, T. R. Gadekallu, and
Y. Ding, “Mobile collaborative secrecy performance predic-
tion for artificial IoT networks,” IEEE Transactions on In-
dustrial Informatics, p. 1, 2021.

[12] R. Panigrahi, S. Borah, A. K. Bhoi et al., “A consolidated
decision tree-based intrusion detection system for binary and
multiclass imbalanced datasets,” Mathematics, vol. 9, no. 7,
p. 751, 2021.

[13] R. Bhatt, P. Maheshwary, and P. Shukla, “Application of fruit
fly optimization algorithm for single-path routing in wireless
sensor network for node capture attack,” in Computing and
Network Sustainability, SL. Peng, N. Dey, and M. Bundele,
Eds., vol. 75, Singapore, Springer, 2019.

[14] A. Khare, R. Gupta, and P. K. Shukla, “Improving the pro-
tection of wireless sensor network using a black hole opti-
mization algorithm (BHOA) on best feasible node capture
attack,” in IoT and Analytics for Sensor Networks, P. Nayak,
S. Pal, and SL. Peng, Eds., vol. 244, Singapore, Springer, 2022.

[15] P. Bondada, D. Samanta, M. Kaur, and H.-N. Lee, “Data
security-based routing in MANETs using key management
mechanism,” Applied Sciences, vol. 12, no. 3, p. 1041, 2022.

[16] R. R. Althar, D. Samanta, M. Kaur, A. A. Alnuaim, N. Aljaffan,
and M. Aman Ullah, “Software systems security vulnerabil-
ities management by exploring the capabilities of language
models using NLP,” Computational Intelligence and Neuro-
science, vol. 2021, Article ID 8522839, 19 pages, 2021.

[17] M. Arif and F. Ajesh, “Shermin shamsudheen, oana geman,
diana izdrui, dragos vicoveanu, “brain tumor detection and
classification by MRI using biologically inspired orthogonal
wavelet transform and deep learning techniques,” Journal of
Healthcare Engineering, vol. 2022, Article ID 2693621,
18 pages, 2022.

[18] J. Amin,M. Sharif, A. Haldorai, and R. S. Nayak, “Brain tumor
detection and classification using machine learning: a com-
prehensive survey,” Complex Intell. Syst., 2021.

[19] T.-Q. Lan, D.Wei, S.-T. Yang, and X. Liu, “Enhanced cellulase
production by Trichoderma viride in a rotating fibrous bed
bioreactor,” Bioresource Technology, vol. 133, pp. 175–182,
2013.

[20] H. Kaushik, D. Singh, M. Kaur, H. Alshazly, A. Zaguia, and
H. Hamam, “Diabetic retinopathy diagnosis from fundus
images using stacked generalization of deep models,” IEEE
Access, vol. 9, pp. 108276–108292, 2021.

[21] H. Y. Lin, “Wen-GueyTzeng,“A secure erasure code-based,”
Cloud StorageSystem with Secure Data Forwarding” Vol,
vol. 23, no. 6, 2012.

[22] M. Y. Tseng, J. C. Lin, T. Y. Huang et al., “Endoscopic
submucosal dissection for early colorectal neoplasms: clinical
experience in a tertiary medical center in taiwan,” Gastro-
enterology research and practice, vol. 2013, pp. 891565–7,
Article ID 891565, 2013.

[23] D. Singh, V. Kumar, M. Kaur, M. Y. Jabarulla, and H.-N. Lee,
“Screening of COVID-19 suspected subjects using multi-
crossover genetic algorithm based dense convolutional neural
network,” IEEE Access, vol. 9, pp. 142566–142580, 2021.

[24] H. Wang and Y. Zhang, “On the knowledge soundness of a
cooperative provable data possession scheme in multicloud
storage,” IEEE Transactions on Parallel and Distributed Sys-
tems, vol. 25, no. 1, pp. 264–267, 2013.

Computational Intelligence and Neuroscience 11



[25] A. Kumar, M. Saini, N. Gupta et al., “Efficient stochastic
model for operational availability optimization of cooling
tower using metaheuristic algorithms,” IEEE Access, vol. 10,
pp. 24659–24677, 2022.

[26] J. Hur, “Attribute-based secure data sharing with hidden
policies in smart grid,” IEEE Transactions on Parallel and
Distributed Systems, vol. 24, no. 11, pp. 2171–2180, 2013.

[27] R. Gopinath and B. G. Geetha, “An e-learning system based on
secure data storage services in cloud computing,” Interna-
tional Journal of Information Technology and Web Engi-
neering, vol. 8, no. 2, pp. 1–17, 2013.

[28] G. Khambra and P. Shukla, “Novel machine learning appli-
cations on fly ash based concrete: an overview,” Materials
Today Proceedings, 2021.

[29] N. K. Rathore, N. K. Jain, P. K. Shukla, U. Rawat, and
R. Dubey, “Image forgery detection using singular value
decomposition with some attacks,” National Academy Science
Letters, vol. 44, no. 4, pp. 331–338, 2021.

[30] M. Gupta, V. P. Singh, K. K. Gupta, and P. K. Shukla, “An
efficient image encryption technique based on two-level se-
curity for internet of things,” Multimedia Tools and Appli-
cations, 2022.

[31] I. Waddington and A. Smith, Sport, Health and Drugs: A
Critical Sociological Perspective, Routledge, 2013.

[32] A. Mohamed Shabbir Hamza, A Secure Approach for Health
Information Exchange Using mobile Personal Health records/
Mohamed Shabbir Hamza Abdulnabi, Doctoral dissertation,
University of Malaya, Malaysia, 2018.

[33] J. P. Lees, V. Poireau, V. Tisserand et al., “Search for a Dark
Photon in e+ e− Collisions at B a B ar,” Physical Review
Letters, vol. 113, no. 20, Article ID 201801, 2014.

[34] P. Kumar, S. Kumari, V. Sharma, A. K. Sangaiah, J. Wei, and
X. Li, “A certificateless aggregate signature scheme for
healthcare wireless sensor network,” Sustainable Computing:
Informatics and Systems, vol. 18, pp. 80–89, 2018.

[35] C. Ozkan and K. Bicakci, “Security analysis of mobile au-
thenticator applications,” in Proceedings of the 2020 Inter-
national Conference on Information Security and Cryptology
(ISCTURKEY), pp. 18–30, IEEE, Ankara, Turkey, 3 December
2020.

[36] S. Gadde and P. N. Singh, “Enhance data security protection
for data sharing in cloud storage system,” International
Journal on Future Revolution in Computer Science & Com-
munication Engineering, vol. 3, no. 11, pp. 447–450, 2017.

[37] R. Hentschel, C. Leyh, and A. Petznick, “Current cloud
challenges in Germany: the perspective of cloud service
providers,” Journal of Cloud Computing, vol. 7, no. 1, pp. 1–12,
2018.

[38] Q. Wang, K. Ren, S. Yu, and W. Lou, “Dependable and secure
sensor data storage with dynamic integrity assurance,” ACM
Transactions on Sensor Networks, vol. 8, no. 1, pp. 1–24, 2011.

[39] P. Kumar Shukla, P. Kumar Shukla, P. Sharma et al., “Efficient
prediction of drug-drug interaction using deep learning
models,” IET Systems Biology, vol. 14, no. 4, pp. 211–216, 2020
Aug.

12 Computational Intelligence and Neuroscience


