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Abstract: Because of the specific characteristics, like high vehicular mobility, unstable topology,
and interruption of inter-vehicle wireless communication, it is hard to make a perfect decision on
packet forwarding in highly dynamic topology VANETs. Especially in a sparse urban environment,
the poor connectivity of nodes will mostly cause problems such as data packet loss and routing
redundancy. Therefore, how to choose the best relay node becomes a key challenge in the design
of fast and reliable routing protocols. This paper presents real-time effective information traffic
routing (RTEIT), which provides an optimal route for forwarding the data packets toward their
destination when choosing the relay node. RTEIT introduces a new network parameter named
effective information traffic which can estimate the connectivity of nodes by the path that has been
successfully created. Moreover, for avoiding unexpected communication interruption, we propose
a new formula to evaluate the status of the links via considering the speed, direction, and location
information. Finally, the node utility, as the criterion of routing decision, is calculated by effective
information traffic and link status. We use the simulator of SUMO and NS-3 platform to evaluate
RTEIT, and the results are compared with GPSR MOPR, and MM-GPSR. The evaluation results
demonstrate that RTEIT outperforms in terms of packet loss rate, end-to-end delay, and network yield.

Keywords: routing protocol; vehicular ad hoc networks; connectivity; information traffic

1. Introduction

Over the past few decades, due to the fast development of the social economy and wireless
communication technology, the existing road infrastructure and equipment have been unable to meet
the safety and entertainment requirements of vehicles. As the next generation of the transportation
system, intelligent transportation system (ITS) undertakes the task of improving road congestion,
reducing traffic accidents and providing entertainment services. Vehicular Ad Hoc Networks (VANETs)
are the keystone for enhancing roads users’ safety and comfort [1–5]. The concept of VANETs
comes from the mobile ad hoc network (MANETs), VANETs combines wireless communication
with the vehicle driving scenarios to enable the mutual communication between vehicle nodes [6–9].
Although there are many similarities between MANETs and VANETs, the specific characteristics of the
vehicle motion model make VANETs have more problems and challenges [10,11]. For instance, the high
mobility of vehicles makes frequent changes in the topology of network in VANETs, resulting in
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difficulties in routing table maintenance and poor node connectivity. The vehicle can only drive
in one direction and may meet traffic jams or emergency accidents, these conditions will cause the
communication status between vehicle nodes to be extremely complicated.

For decades, many researchers have made their own contributions in the design of routing
protocol for VANETs and proposed different routing algorithms [12–17]. Some of them are
classified as topology-based, cluster-based, position-based, broadcast-based, and infrastructure-based.
By comparison, location-based routing represents a promising scheme in vehicular environments as it
supports geographical position information of each vehicle to offer routing. When a source node starts
to send packets to the destination node, the route path has not been determined because the relay node
is calculated from the location information of itself, neighbors, and the destination. Nodes neither
maintains the routing table nor establishes the global path between source and destination. This routing
scheme can better adapt to frequent topology changes. However, these location-based routing protocols
have certain limitations. The connectivity of the nodes is not taken into account in the routing algorithm,
which is magnified in sparse scenarios. To overcome this problem, many new routing algorithms have
been proposed. Some of them use Road Side Units (RSU) to make statistics on the road conditions,
such as traffic volume, road connectivity, etc. Although RSUs can be used to solve such problems
and facilitate communication among vehicles, the deployment of these units entails a high cost.
Another solution is to use maps to obtain road and intersection information. There are already some
commercial maps available, such as Google, Ali, and Tencent. However, commercial maps cannot
provide excellent real-time performance. In some places, the network connection of these maps will
be disconnected, and sometimes the latest map information may not be updated for various reasons.
The other protocols that consume network resources and obtain information on vehicular density
generate additional overhead.

On the other hand, in the transmission process of the current node and relay node, packet loss
often occurs due to node mobility and channel loss. For example, the receiver may leave the wireless
communication transmission range of the sender before receiving the packets totally.

Therefore, appropriate routing should consider both packet loss and node connectivity in the
decision-making process. In this paper, we propose a relay selection algorithm exploiting hello message
exchanged between vehicles, and combining several parameters in order to improve the packet loss
rate and end-to-end delay performance in sparse scenarios. A new network parameter named effective
information traffic is proposed in this paper which is used to assist routing decisions for reducing
routing redundancy. Since the analysis of node mobility model, we propose link Utility to reduce the
packet loss rate.

The main contributions of this paper are as follows:

1. We propose a link utility algorithm in VANETs, which is used to minimize the number of hops
while ensuring communication quality. In this algorithm, both the vehicle’s speed, direction,
and position are taken into account.

2. We propose an effective information traffic algorithm in VANETs, which is used to count the
effective historical transmission information of each node, and indicate the connectivity of the
node. In the algorithm, we define a function that can automatically attenuate to adapt to the
change of connectivity caused by vehicle movement.

3. Based on 1 and 2, we propose a weight-based vehicle’s utility algorithm, and the weights are the
variances of effective information traffic and link utility. In the relay selection process, the node
with the highest vehicle utility is selected as the relay node.

The remaining of this paper is organized as follows: Previous related studies are reviewed in
Section 2. The effective information traffic is described in Section 3. Unveiling the modules and
the main algorithms of our relay selection scheme is the subject of Section 4. Section 5 presents the
simulation and analysis of the experimental results. Finally, Section 6 concludes our work in this paper
and points out the further works.
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2. Related Work

2.1. Topology-Based Routing Protocols

Many researchers regard topology as the basic element of routing protocols and design some
routing protocols based on topology. In topology-based routing protocols, each node maintains a
routing table for forwarding packets from source to destination. For Destination Sequenced Distance
Vector Routing (DSDV) [18], each node in the network topology maintains the topology information
about all the other nodes, and exchange information with neighbors at fixed time intervals to ensure
the validity of topology information. The discovery and maintenance of routing tables are proactive,
based on time intervals, and using broadcasts. When a message needs to be sent, the source node
can quickly find the routing path from the routing table, and then quickly forward the packet to the
destination node. This scheme provides a relatively low network delay but results in substantial
network overhead in the process of exchanging information while the network scale is large. Ad-hoc
On-Demand Distance Vector (AODV) [19] is a reactive routing protocol, which establishes the path
only after the node wishes to engage in communication. This lightens the burden on the network.
In route discovery, the source node sends packets to the destination node by flooding. The relay nodes
forward the packet until the destination node receives it. In the whole routing discovery process of
AODV routing, a lot of network overhead is generated.

2.2. Clustering-Based Routing Protocol

In order to improve the performance of routing protocols, some scholars propose clustering-based
routing protocols. Cluster is a kind of network technology that groups a large number of nodes into
sub-networks. On the one hand, clustering can better adapt to the VANET environment, on the other
hand, clustering is easy to manage the nodes in the cluster, and has certain advantages in routing
selection, bandwidth allocation, and channel access. There are two hotspots in cluster-based routing
protocol research: firstly, how to cluster the vehicle nodes more effectively; secondly, how to construct
reliable and low delay routing links by clustering. Chen et al. [20] design a clustering algorithm
according to the distance and density of nodes. Due to the inherent characteristics of continuous change
of moving object position, clustering results will change dynamically. By analyzing the characteristics
of urban street network, the concept of cluster block (CB) is introduced as the bottom cluster unit.
In order to achieve high-quality multimedia transmission, Tal et al. [21] propose a user-oriented
VANET multimedia transmission solution based on clustering, which can transmit multimedia content
according to passengers’ preferences. Merely discussing how to form more effective clusters does not
ultimately solve the data transmission problem in VANET. In addition, some researchers have studied
how to build routes. Kayis et al. [22] propose a stable routing method based on passive clustering.
Considering the mobility of nodes, this clustering method only assigns tasks to vehicles that need
to communicate. Due to the characteristics of high-speed motion of nodes in VANET, Lin et al. [23]
propose a clustering method based on moving motion regions. When forwarding data, a route is
constructed through cluster edge nodes to surrounding cluster head nodes.

2.3. Position-Based Routing Protocols

GPSR is one of the most classic and famous routing protocols in location-based routing
protocols [24–26]. It uses GPS positioning system of vehicle equipment for routing. Each node
stores the location information of adjacent nodes, and links are created directly through the location
information. It makes use of two forwarding schemes for sending packets: perimeter mode (recovery
mode) and greedy mode. In greedy forwarding, the sender selects the vehicle which is nearest to the
destination in neighbors as the receiver according to the location of the destination and the neighbors.
Periodically, the nodes exchange this information with their one-hop neighbors through hello messages.
If the greedy mode fails, the current node enters the peripheral forwarding that uses the right-hand
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rule. GPCR [27], based on the GPSR protocol, has made relevant improvements for intersections on
the internet of vehicles. GPCR divides greedy forwarding into two cases. While the next hop is in
the current road segment, the node closest to the destination node is selected as the next hop. On the
contrary, the node at the intersection is selected as the next-hop node. Yang et al. have proposed
MM-GPSR [28], based on the maximum transmission time and minimum angle. By quantifying
the transmission time, the vehicle with the longest communication time is selected for the greedy
forwarding, and the vehicle with the smallest angle is used to forward when the topology hole is
encountered. It improves the link quality of greedy forwarding communication and reduces the
redundancy of the right-hand rule in peripheral forwarding transmission. Connectivity aware routing
protocol (CAR) [29] is a kind of routing scheme based on connectivity awareness. The source node finds
the path information of the destination node through broadcast. In order to achieve good connectivity
and link quality, the number of hops and the number of neighbor nodes will be updated to the packet
in each forwarding process. After receiving, the destination node selects and responds to the source
node. Although CAR solves the problem of connection, the accuracy of information along the way
cannot be guaranteed, and the topology will change.

3. Effective Information Traffic

3.1. Node Connectivity

In the general urban network environment, only the road section in the center of the city has high
vehicle density most of the time, which can provide better communication conditions for the network.
In most cases, the vehicle density is unsaturated. In the sparse urban environment, the number of
vehicles is far from enough to make each vehicle can communicate with any node in the network.
Thus, for the whole large network, the network topology can be divided into many scattered small
topologies. After such an operation, it is convenient for us to analyze the network. As Figure 1 shows
an example:

(a) (b)

Figure 1. Topological network: (a) actual environment; (b) micro topology.

In Figure 1, the wireless connection between vehicles can be expressed as undirected graph G =

(VN , EM), where the nodes set VN composed of N nodes is represented as VN = {v1, v2, v3, . . . , vN},
and EM = {e1, e2, e3, . . . , eM} denotes the set of wireless links. In this simple network, node connectivity
can be defined as the following formula:

C(v) = ∑
s 6=v 6=t

σst(v)
σst

, (1)

where σst(v) denotes the number of shortest path through node v from s to t, and σst is numbers
of whole shortest path from s to t. From (b), it shows a simple topology, each path is the shortest
path, which is easy for us to analyze. In the nodes set V = {a, e, d, f }, each node is a node at the
edge, and there is no shortest path through it, at the same time they have the worst connectivity.
In contrast, node c is the node at the center of the topology while also has the highest C(v). In Figure 1,
the absence of nodes in the graph indicates that there is no available route at that time. For node b,
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the candidate set of destination nodes is divided into two cases, in the micro topology and not in the
micro topology. When the destination node is not in the micro topology, the selection of routing nodes
has little effect on whether the destination node can reach the destination node because the topology
changes can not be predicted. If the destination node is in micro topology, node c is the best relay
node for node b. Because if node c is disconnected from b, the number of reachable nodes for node b
will be reduced. Therefore, it is necessary to consider the connectivity of nodes in routing. However,
due to the limitation of the actual situation, we can not get all the topological paths in real-time, so we
introduce effective information traffic.

3.2. Effective Information Traffic

We will use an example in Figure 2 to illustrate our motivation to introduce effective
information traffic.

Figure 2. Forwarding example.

Consider Figure 2, where node S1 intends to send packet to node D1. It is clear that there is an
optimal routing path through node d, P = {S1, a, b, c, d, g, h, i, j, k, l, m, n, o, D1}. This routing path will
provide the best network performance, such as end-to-end delay and delivery ratio. In GPSR, when the
packet is sent to node d, it will calculate the distance between neighbors and D1 to select the nearest
node to the D1. Since delay selection only depends on the location information, it mostly tends to select
node e as the next hop which leads the packet to the topology hole. The routing path will be created as
P = {e, f , e, d} after node d send packet to e in GPSR mode. Redundant path P = {e, f , e, d} increases
the number of hops which is the main factor affecting end-to-end delay. Additionally, a higher number
of hops will increase the packet loss rate while topology changes due to the mobility of vehicles.
The traditional solution is traffic-aware which uses RSU or broadcast to get the vehicle density of the
road segment and then select the segment with higher vehicle density for transmission. However,
there are two drawbacks in this approach: (1) additional network consumption, like RSU device and
overhead for broadcast; (2) it is not suitable for a sparse network to express the link degree by vehicle
density. Because it is very likely that the vehicles will gather together and cause the node density of
this road high while the network hole still exists. In some cases, the same vehicle density may lead to
different connectivity results.

In this paper, we introduce a novel concept called effective information traffic to solve this
problem. By analyzing the node connectivity of Formula (1) and the simple instance in Figure 2, we can
get the conclusion that the central nodes have better connectivity than edge nodes. From Figure 2,
routing redundancy can be avoided by using the central nodes as the relay node, such as node g.
However, in practical application, we can not use the node connectivity defined by Formula (1) to
compare which is the best relay node in the neighbors. The reason is that the global topology is
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unknowable. Each forwarding node can only get the location of the current node and destination node.
If the method of the broadcast is used to obtain the location and connection information of all nodes,
there will be a lot of network resource consumption. It is unwise to design a protocol that uses this
method because of the frequent topology changes.

Therefore, we propose to use effective information traffic to replace the node connectivity
defined in (1). The effective information traffic can be described as: the amount of data effectively
forwarded by a node in a certain time t. Effectively forwarding denotes a successful forwarding
process including receiving and sending to the best relay node. Correspondingly, invalid information
traffic is described as the information traffic in recovery mode. For instance, while routing path
P = {S1, a, b, c, d, g, h, I, j, k, l, m, n, o, D1} is creating, all of the nodes in the path get a higher effective
information traffic which leads to the situation that packet is sent to the central nodes rather than edge
nodes. If the packet is sent to edge nodes like node e, the forwarding mode mostly inter to recovery
mode at the node of f because there is no node closer than node f to the destination. In this situation,
although the effective information traffic of nodes in path P = [d, e, f ] increase, the transmission
process on the path p = [ f , e, d] is considered as invalid transmission, which will take time but can
not let EIT increases. In this mechanism, the node with high EIT will be more competitive in the
relay selection.

Due to the fact that nodes in the road are moving, the changes of topology structure will lead to
the EIT can not reflect the connectivity of nodes in real-time. Therefore, we define the self attenuation
function to correct the topology changes caused by motion. In the following part, we will explain the
mathematical formula and maintenance method of effective information traffic.

All vehicles can calculate their effective information traffic, and add it to the hello message which
is sent to neighbors periodically. Effective information traffic is defined on the basis of information
flow (2).

I(t) =
P
t

, (2)

where P is the amount of information contained in the packet for effective forwarding, and t is the time
taken to send data P. In our protocol, the packets forwarded in greedy mode become valid packets and
enter into the calculation of effective information traffic, while packets forwarded in recovery mode
are called invalid packets which are not included in EIT calculation. The information of forwarding
mode is added to the hello message and periodically forwarded to neighbor nodes.

The value of I(t) of the central node increases faster than that of the edge node, because of the
preference of the central node in routing. Such a positive feedback mechanism will lead to the problem
of excessive preference. The nodes which are originally located in the center have a higher increasing
rate of the value of I(t). However, when the node moves from the center to the edge, the excessive
preference makes the I(t) value too large to reflect the connectivity of the node correctly. Therefore,
we define the attenuation function to reduce the influence of excessive preference. Each node maintains
its own I(t), so the attenuation function is also performed by each node. After sending the hello packet,
the sender executed the function periodically.

When the vehicle is stationary, it can be considered that the information flow can correctly reflect
the node connectivity. Because the vehicle is moving, the change in the location of the vehicle will cause
the node connectivity to change. Therefore, we introduce the self decay function to adapt to changes in
topology. Previous valid forwarding data does not correctly reflect the current node connectivity, so the
EIT needs self-reduction to ensure timeliness. We define the half-life time th. In other words, if the
node does not make effective transmission in time th, EIT will become half of the original. For example,
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the initial information traffic is σ0, and there is no effective data transmission from 0 to th, then at th
the EIT is 1/2σ0 . Attenuation function can be obtained as below:

I(t) =

 ∂0

(
1
2

)( t
th

)
, t ∈ [0, Ts)

0, t ∈ [Ts,+∞)
(3)

If a node does not effectively forward for a long time, we consider that the connectivity of the
node is zero. Obviously, no matter how long the time has passed, the value of the function cannot be
zero. Therefore, we introduce reset time Ts = 2th. If the node does not effectively forward within Ts,
the I(t) of the node will be reset. Morever, if node sends packets during the period of Ts, the time to
reset I(t) will be recalculated. For example, during [t0 − t1], node does not forward effectively, so I(t)
decreases as (3). At the time of t1, the node begins to forward packet in greedy mode and the ending
of transmission at t2. If node has no transmission requirement from t2, the reset time of I(t) is t2 + Ts.
The value of I(t2) is the sum of the original decay rate up to the value of t2 and the value of σ from t1

to t2, as (4).

I(t) =

 ∂0

(
1
2

)( t
th

)
+ P

t , t ∈ [0, Ts)
P
t , t ∈ [Ts,+∞)

(4)

In fact, the node does not need to calculate the current I(t) in real-time and does not need to
update in real-time. Just recalculate the value of I(t)and add it to the hello packet before sending it.
Therefore, it is required to recalculate the I(t) with th as cycle. In this paper, we set the reset interval
as twice as the hello packet interval: Ts = 2Th = 2th. Under such a mechanism, I(t) can reflect the
connectivity of a node and be considered in routing decisions.

Figure 3 shows the variety of effective information traffic and number of neighbors for a node in
a period of time. The node gradually moves from the center area to the edge area. It can be found that
at the time of 0 s, the number of neighbors is 3, but there is no data is forwarded to the node, and the
effective information flow is 0. The value of I(t) is increased after forwarding at 1 s and 2 s, with the
number of neighbors is 3. At 3 s, 4 s, and 5 s, the I(t) decreased to 0.
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Figure 3. Parameters of the node: (a) effective information traffic; (b) number of neighbors.

4. Routing Algorithm

It is a challenging task to design a fast and reliable routing protocol for VANETs especially in
sparse urban scenes where the connection between vehicle nodes is not enough, while several aspects
need to be considered to improve the routing performance.

Our contribution aims at : (i) increasing the probability of successful transmission within the
communication range, (ii) increasing the probability of establishing an effective route, (iii) selecting the
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bests relay with the lowest delay and the highest probability of reach destinations. To achieve these
goals, we define link utility and node effective information traffic and use a variance-based weight
calculation method to calculate vehicle utility. The node with the largest vehicle utility will be selected
as the next hop.

4.1. Link Utility

Vehicle movement model can be described by the following variables: current position at t0 in
Cartesian coordinates: X(t0) and Y(t0); velocity vector:

(
Vix (t0) , Viy (t0)

)
(Figure 4).

Figure 4. Node movement model.

The euclidean distance between node i and j at t0: dij,t0 is written as (5). xi,t0 and xj,t0 are the
coordinates of the x-axis of node i and j at t0, yi,t0 and yj,t0 are the coordinates of the y-axis of node
i and j at t0. At t1 the distance between i and j: dij,t1 is given by (2) and (3). ∆dij, t1 − t0 is distance
changing of i,j during [t0 − t1], vj(t), vi(t) is the function of velocity.

dij,t0 =
2
√(

xi,t0 − xj,t0
)2

+
(
yi,to − yj,t0

)2 (5)

dij,t1 = dij,t0 + ∆dij,t1−t0 (6)

∆dij,t1−t0 =
∫ t1

t0

[
vj(t)− vi(t)

]
dt. (7)

In this vehicle movement model, the link lifetime is defined as the time that the vehicle can
maintain communication [30]. Ref. [31] proposes link reliability, which is the probability that a direct
communication link between two vehicles will stay continuously available over a specified time period.
Link reliability can be derived as:

r(l) = P{to continue be availavle t + ∆t | available at t}. (8)

Next, the vehicle movement will be discussed in several situations in Figure 5:
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Figure 5. Link stability scenarios.

Scenario 1: Vi and Vj have the same direction, and vi ≥ or ≥ vj. ∆dij,t1−t0 is the changing distance
between node i and j in the period of [t0− t1]. ∆x is the distance on the x-axis, ∆y is the distance on the
y-axis. R is the range of vehicle wireless communication. In this scenario, r(l) can be formulated as:

r(l) = P
{

∆dij,t1−t0 <
√

R2 − ∆y2 + ∆x
}

(9)

Scenario 2: vi and vj have the same direction, and vi ≤≤ vj.

r(l) = P
{

∆dij,t1−t0 <
√

R2 − ∆y2 − ∆x
}

. (10)

Scenario 3: vi and vj have the opposite direction,and move towards each other, r(l) can be
formulated as:

r(l) = P
{

∆dij,t1−t0 <
√

R2 − ∆y2 + ∆x
}

. (11)

Scenario 4: vi and vj have the opposite direction, move away from each other, r(l) can be
formulated as:

r(l) = P
{

∆dij,t1−t0 <
√

R2 − ∆y2 − ∆x
}

. (12)

The speed and direction of the vehicle can be periodically broadcast to neighbor nodes using
hello packets. However, the vehicle speeds vi and vj of the vehicle in [t0 − t1] time can also change.
Therefore, the distance changing of i, j during [t0 − t1] ∆d(ij, t1− t0) can be expressed as:

∆dij,t1−t0 =
∫ t1

t0

[
vj,t0 − vi,t0 + ∆vij(t)

]
dt (13)

∆vij(t) = ∆vj(t)− ∆vi(t). (14)
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In (14), ∆vij(t) is a function of the speed changing between two vehicles with time t. The previous
study [31], have proved that ∆vij(t), ∆vi(t) and ∆vi j(t) are all independent variables and follow
zero-mean Gaussian distribution. Moreover, the link reliability can be calculated as:

r(l) =
∫ Di,j

t1−t0
(vj(t0)−vi(t0))

−∞
f
(
∆vj − ∆vi

)
d
(
∆vj − ∆vi

)
. (15)

where ∆vj ∼ N
(

0, σ2
j ∆t
)

, ∆vi ∼ N
(
0, σ2

i ∆t
)
, and ∆vj − ∆vi ∼ N

(
0, σ2

i ∆t + σ2
j ∆t
)

, so f
(
∆vj − ∆vi

)
is the probability density function (PDF) of Gaussian distribution. Di,j is the range of ∆dij,t1−t0, which
has been discussed in four scenarios.

When the transmission distance is the same, we usually choose the node with good link stability
to take the next hop. In fact, the link stability is different and the transmission distance is also different.
In order to reduce the routing hops and consider the communication quality, we define the link utility
as follows:

E(l) ==
dij,t0

R
× r(l), (16)

where dij,t0 is the distance between i,j at t0,R is the maximum transmission distance of the node,
and r(l) is the link reliability of i,j.

4.2. Vehicle Utility

In order to ensure the minimum number of node hops and increase the connectivity of the link,
we consider both link utility and effective information traffic when establishing a route. Before the
node forwards the packets, current node has received the hello packet sent by the one-hop neighbors
which contains the velocity, direction, position and effective information traffic. The computer can use
this information to calculate vehicle utility which is used to select relay node.

When calculating the utilities of the neighbors, we hope that the node with the highest node
utility is the highest E(l) and the highest I(t), the vehicle that the utility is the second-highest has the
sceond E(l) and I(t), and so on.

The actual situation is often contrary to the ideal state. Usually, the neighbor nodes perform well
in one aspect and mediocre on the other. For example, in Figure 6 (two parameters had normalized),
each nodes can be expresed by E(l) and I(t),{E(l), I(t)}.

Figure 6. Attenuation function.
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Table 1. Parameters with diferent variances.

Node 1 Node 2 Node 3 Node 4 Variance

I(t) 0.4 0.56 0.86 1 0.075
E(l) 1 0.81 0.75 0.93 0.012

As shown in Figure 7, node 1 is the highest of E(l) but the minimum of I(t). Therefore,
node utilities of the neighbors are required to reflect the impact of two parameters on routing. Actually,
we cannot compare the effects of these two parameters quantitatively. We use other methods to solve
this problem. The parameter whose variance is large has a greater effect on the routing performance
than the parameter whose variance is small. In Table 1, the variance of I(t) is lower than that of E(l).
Therefore, in the selection process of relaying vehicles, the I(t) should be more effective than the E(l)
to affect the routing performance.

Figure 7. Two parameters of neighbors.

Since there are two parameters related to routing performance, in this paper, multi-attribute utility
theory (MAUT) [32] is used in our weight calculation method. The weights represent the influence
of the parameters on the routing performance. Since parameters with larger variances have greater
impact on routing performance than parameters with smaller variances, we will use the variance of the
normalized parameters E(l)and I(t) as the weight for calculating the utility of the vehicle. The vehicle
utility is defined as follows:

Ui = E(l)i ×VEi + I(t)i ×VIi. (17)

where E(l)i is the value of E(l) for node i, VEi is the variance of the E(l); I(t)i is the value of I(t) which
is normalized by the maximum value of I(t) in the neighbor table, and VIi is the variance of I(t)i.
Before selecting the next hop node, the sender will calculate the Ui value for all neighbors. The routing
process is described thoroughly in the next subsection.

4.3. Routing Process

The real-time effective information traffic routing(RTEIT) is a new vehicle-to-vehicle routing
protocol we proposed, which aims to improve communication performance in a sparse urban routing
environment. To achieve this goal, we propose a new method to evaluate relay nodes, which has been
discussed in other parts of Section 4. In this subsection, we will describe the implementation process
of this scheme.

All vehicles broadcast hello massage periodically to neighbor nodes. The receiving node will
update the neighbor table according to the information in the hello packet. Each neighbor node has an
entry in the neighbor table. Each entry consists of node IP address, speed vector, location coordinates,
the value of I(t), and the last update time. This information is directly obtained from the hello package.
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Our new routing scheme is divided into two parts: greedy forwarding and recovery forwarding.
Figure 8 shows the whole process of the routing. In greedy forwarding, the source node sends the data
packet to the node with the largest vehicle utility from the one-hop neighbor table. In recovery mode,
nodes forward packet based on right-hand rule. When the sender wants to send packets, it determines
the forwarding mode first according to the location information of the destination node. If there is a
neighbor node closer to the destination node, the sender enters a greedy forwarding mode. In another
case: the sender has the shortest distance to the destination among neighbors. Generally, there are
two kinds of strategies for this condition: one is to carry the packet until it meets the appropriate
neighbor which is closer to the destination; the other is to use left or right-hand rule to find nodes
that can enter greedy mode. We use the second strategy as the recovery forwarding mode. This is
because our protocol is mainly for sparse scenes. In such a scenario, it may take a long time for a
node to encounter the next vehicle, which makes the end-to-end delay increase. Another reason is
that our defined real-time effective information traffic will reduce the forwarding priority of nodes
near the topology hole. In addition, the peripheral forwarding will have a negative impact on the
real-time effective information traffic, further reducing the priority of nodes near the road with holes.
The details of the algorithm are described in Algorithm 1.

Figure 8. Routing process.
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Algorithm 1 Real-time effective information traffic routing (RTEIT) algorithm
Notations: CN: Current node. DN: Destination node. P: Packet. NT : Neighbor table. dneighbor:

Distance between neighbor and destination. dc: Distance between current node and destination.

1: while (CN receive P) do
2: if P is hello packet then
3: np=get position from hello packet;
4: nv=get speed from hello packet;
5: ni=get I(t)from hello packet;
6: add np,nv,ni to NT or refresh it;
7: end if
8: if P is data packet then
9: if in greedy mode then

10: calculate dc;
11: for (each neighbor ∈ NT) do
12: calculate dneighbor;
13: if dneighbor > dmin then
14: dneighbor ← dmin;
15: end if
16: end for
17: if dc < dmin then
18: enter to recovery mode;
19: else
20: for (each neighbor ∈ NT) do
21: calculate E(l) for neighbor;
22: end for
23: calculate Uneighborfor each neihgbor;
24: for (each neighbor ∈ NT) do
25: if Umax < Uneighbor then
26: Umax ← Uneighbor
27: bestnode=neighbor;
28: end if
29: end for
30: forward to bestnode in greedy mode;
31: end if
32: else
33: forward in recovery mode;
34: end if
35: end if
36: end while

4.4. Complexity Analysis

In this section, we will investigate the complexity of Algorithm 1. We assume that the number of
neighbors of the sender is n. In Algorithm 1 the sender needs to calculate the distance of each node
to the destination firstly for forwarding mode selection. The time complexity of this process is O(n).
In the greedy forwarding mode, according to Formula (16), additional calculation of link utility E(l)
is required. As shown in Formula (15), E(l) is defined as an integral Formula, where f (∆vj − ∆vi)

follows Gaussian distribution. Therefore, the complexity of (15) is O(1) using Newton–Leibniz formula
to the computation, and for all neighbors the complexity is O(n). Due to the effective information flow
is maintained by each node and sent to the neighbors with hello packet, the complexity of I(t) is O(1).
As shown in Formula (16), in order to obtain the value of vehicle utility, it is necessary to calculate the
variance of E(l) and I(t), so the computation complexity is O(1). In general, the computing complexity
of each node in greedy forwarding mode is O (n), and the complexity of the whole routing process is
O (n2). In the recovery mode, the right-hand rule is the core of the algorithm. A no-crossing algorithm
based on RNG or GG network structure is used in this mode, which requires O(n2) complexity for each
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node. For the whole routing path the complexity is O(n3). As shown in the Table 2, compared with the
classical routing protocol, our protocol does not increase the complexity.

Table 2. Complexity comparison of GPSR and real-time effective information traffic routing (RTEIT).

GPSR RTEIT

Greedy forwarding n2 n2

Recovery forwarding n3 n3

5. Simulation and Results

In this section, we evaluate the RTEIT protocol proposed in this paper through NS-3 simulator.
SUMO provides tracefile as the simulation mobile scenario. GPSR is the most classic location-based
routing, and its results are used as our comparison group. MM-GPSR is an improvement of GPSR,
which improves the link quality by limiting the range of Q. In our proposed scheme, link quality is
considered and redundant paths are reduced by new parameters. The results of RTEIT are compared
with GPSR, MOPR, and MM-GPSR.

5.1. Network Configuration

As shown in Figure 9, there are 12 streets and nine intersections in the simulation area. The nodes
in this area are placed randomly at the beginning, and they move to a random destination with a speed
not exceeding 15 m/s.

Figure 9. Simulation area.

The simulation experiments were implemented on ns-3.27. For sparse traffic scenarios, the number
of vehicles is set to 30, 40, 50, 60, 70 and nodes with a maximum node speed of 15 m/s. The maximum
communication radius of the vehicle was set to 250 m. Accurate vehicle position information can
be provided by the positioning system, in other words, the error of GPS is not considered. The data
traffic is considered as Constant Bit Rate(CBR). And the experiment of each scene was run for 150 s.
Other parameter values are assigned on the basis of the values used in [28]. Table 3 summarizes the
key parameters in the simulation.
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Table 3. Simulation parameter.

simulation Parameter Value

Simulation area 1100 m×1100 m
Number of streets 12

Number of vehicles 30, 40, 50, 60, 70
Transmission range 250 m

Packet size 512 byte
Simultaion time 200 s

MAC layer IEEE 802.11p
Simulation tool Ns3

Number of CBR connections 5, 10, 15, 20
Max speed 15 m/s

Propagation model Two-ray ground
Beacon Interval 1 s

5.2. Performance Metrics

We evaluate the performance of routing protocols using the following performance metrics.

1. Packet loss rate: This represents the ratio of the number of data packets that are lost to the total
number of data packets sent at the source node.

Packet loss rate =
Pl
Ps
× 100 (18)

2. End-to-end delay: This represents the average delay of packets that are generated at the source
node and received successfully at the destination.

End-to-end delay =
∑N

n=1 Dn

N
(19)

3. Network yield: This represents the comprehensive performance of the network. Defined as the
ratio of the total packets received at the destination to the total number of packets sent by all
nodes of the network.

Network yield =
Pr

Pall
(20)

5.3. Packet Loss Rate

Figure 10 shows the packet loss rate for varying the number of vehicles and CBR connections.
In macroscopical sight, when the number of nodes is increasing, the packet loss rates are reduced in
all protocols. This occurs due to the increase in node density can improve the network connectivity
and reduce network partition, which increases the probability that a packet successfully reaches the
destination node. In the sparse environment, where the number of nodes from 30 to 70, data packets
are more likely to be discarded in the process of finding the correct path. In general, RETIT has a lower
packet loss rate than MM-GPSR, MOPR, and GPSR in sparse scenario.

For instance, as Figure 10a shows, in the scenario with 5 CBR connections, all the RETIT points
have a lower packet loss rate than MOPR, MM-GPSR, and GPSR. This can be explained as that neither
GPSR nor MM-GPSR considers link quality during the process of making decisions. RETIT and MOPR
can avoid link disruption. MM-GPSR selects the next hop, which is not the nearest to the destination,
resulting in an increase in the number of hops which can improve the probability of a packet dropped
by vehicles. Compared with the results in Figure 10b, these three protocols have an increase in packet
loss rate at 70 nodes. Such a phenomenon can be explained as: when the number of CBR connection
pairs increases, the network load increases, and the chances of collision and interference between



Sensors 2020, 20, 7018 16 of 21

packets increases, resulting in poor performance of packet loss rate. Another reason why RETIT
performs better than GPSR and MM-GPSR on packet loss rate is that RETIT selects the correct path.
We assume that the probability of packet loss per hop is equal, then more hops mean more packets
are discarded. Real-time effective information traffic mechanism reduces the occurrence of redundant
paths and further reduces the packet loss rate. For packet loss rate, the TREIT performance 5% better
than GPSR, 8% better than MM-GPSR, and 7% better than MOPR. On the whole, the packet loss rate of
RTEIT is smaller than GPSR, MOPR, and MM-GPSR in the sparse scenario, that is because RTEIT selects
the next hop with a more stable connection, smaller distance to destination, and better connectivity.
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Figure 10. Packet loss rate for varying the number of vehicles and CBR connections: (a) 5 CBR
connections; (b) 10 CBR connections; (c) 15 CBR connections; (d) 20 CBR connections.

5.4. End-to-End Delay

Figure 11 shows the end-to-end delay for varying the number of vehicles and CBR connections.
It can be noted from Figure 11 that as the number of nodes increases, the performance of
end-to-end delay becomes better in three protocols. Compared with GPSR, MOPR, and MM-GPSR,
RTEIT obviously has smaller end-to-end latency. For instance, the end-to-end delay of RTEIT is about
20% lower than GPSR, 40% lower than MM-GPSR, and 30% than MOPR.In the process of successful
transmission, the end-to-end delay is mainly determined by the number of hops. When the vehicle
nodes are sparse, the packets frequently enter recovery forwarding mode which generates more hops
in the routing. That can explain why the performance of end-to-end delay at 70 vehicles is clearly
better than results at 30 vehicles. For GPSR,MOPR, and MM-GPSR, due to the lack of adequate
consideration about network environment, data packets are likely to enter sparse road segment
where the connection between nodes is not sufficient and more likely to encounter topological holes.
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For RTEIT, the establishment of routing is determined by real-time information traffic and vehicle
movement. Due to the poor connectivity, the nodes around the topology hole frequently enter the
recovery mode and have lower real-time information traffic in the calculation of vehicle utility value.
Nodes with more available connections have a higher priority in routing. By choosing the next hop
with high connectivity, RTEIT can minimize the use of recovery strategy, resulting in lower end-to-end
delay than GPSR,MOPR and MM-GPSR. In most cases, GPSR outperforms the MM-GPSR because
MM-GPSR provides a scheme that uses a fixed transport factor λ to determine the communication
area Q, thus the value of λ is not suitable for the scenarios used in the experiment. From Figure 11d,
the value of maximum end-to-end delay for MM-GPSR is 620 ms, for GPSR is 560 ms, and for RETIT is
240 ms. The values of minimum end-to-end delay for these protocols are 280, 120, 170, and 100. The gap
between traditional protocols and RETIT on end-to-end delay reduces with the increase in the number
of nodes. This clearly demonstrates that RETIT has superiority compared with MM-GPSR, MOPR,
and GPSR. In Figure 11b, it can be found that MM-GPSR outperforms GPSR at 30 and 40 vehicles.
This result can be interpreted as: the benefits of fixed parameters λ equal to 0.3. From Figure 11, it also
can be found that with the increase in the number of CBR connections, the end-to-end delay increases.
More CBR connections lead to more serious network load, which prevents the nodes from forwarding
the data packet just received because the packets in the queue have higher priority.
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Figure 11. End-to-end delay for varying the number of vehicles and CBR connections: (a) 5 CBR
connections; (b) 10 CBR connections; (c) 15 CBR connections; (d) 20 CBR connections.
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5.5. Network Yield

Figure 12 shows the network yield for varying the number of vehicles and CBR connections.
The network yield represents the comprehensive performance of a network, which similar to the
goodput. For example, when the packet loss rate increases, the number of packets that reach the
destination becomes smaller, thus, the value of network yield is small. In the same condition of
packet loss rate, a route with a large number of hops will have a negative impact on network yield.
From Figure 12, it can be found that when the number of nodes increases, the performance of network
yield is better (with exception of Figure 12d, where the number of CBR connections is 20, the results
of MM-GPSR are similar). The main reason to limit the performance in a sparse network is that the
network connection is not enough due to the small number of nodes. Actually, location-based greedy
forwarding mode is very suitable for well-connected networks due to this scheme aims to obtain the
minimum number of hops. From Figures 10 and 11, we can found that RETIT has a lower packet loss
rate and lower end-to-end delay. Obviously, our proposed RTEIT has a higher network yield in a
sparse environment by comparing with GPSR, MOPR, and MM-GPSR in all set of CBR connections.
These results can be interpreted as: (1) link utility considers both one-hop transmission distance and
link stability, which increases the packet delivery ratio and reduces the number of hops; (2) effective
information traffic leads nodes to find a correct path to a destination which can avoid path redundancy.
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Figure 12. Network Yield for varying the number of vehicles and CBR connections: (a) 5 CBR
connections; (b) 10 CBR connections; (c) 15 CBR connections; (d) 20 CBR connections.
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6. Conclusions

In this paper, we present a location-based routing algorithm named RTEIT that provides a new
method of selecting the next hop taking advantage of link stability, distance and effective information
traffic for choosing the most appropriate relay node. The link utility is used to assess the link status
which is based on the distance and stability of the wireless transmission. The effective information
traffic mechanism is used to lead a correct path. The experiment of the proposed algorithm is
successfully established in a spare scenario in NS-3. Simulation results indicate that RTEIT outperforms
both GPSR, MOPR, and MM-GPSR in term of packet loss rate, end-to-end delay and network yield.
Our work assumes that global positioning system can provide accurate location information. However,
due to the multipath effect and other factors, geographic location information is generally inaccurate,
which will make degradation of protocol performance in VANETs [33]. Therefore, in future work,
we will consider this situation and make corresponding improvements to adapt to the actual scene.

Author Contributions: Conceptualization, F.B. and J.L.; methodology, F.B.; validation, J.L.; formal analysis, H.W.
and S.L.; investigation, X.C. and Y.Z.; writing—original draft preparation, F.B.; writing—review and editing, J.L.
and Z.Z.; supervision, X.C. All authors have read and agreed to the published version of the manuscript.

Funding: This work was supported by the National Key R&D Program of China 2017YFC1405203; the National
Natural Science Foundation of China under Grant 61972417, 61872385, 61902431, 91938204; the Fundamental
Research Funds for the Central University under Grant 18CX02134A, 19CX05003A-4, 18CX02137A, 18CX02133A
and Science and Technology Service Network Plan (STS plan) of Chinese Academy of Sciences: Technological
Breakthrough and System Demonstration of Intelligent Facility Agricultural Equipment (KFJ-STS-ZDTP-074).
The National Defense Basic Scientific Research under Grant JCKY2020604SSJS014.

Conflicts of Interest: The authors declare no conflict of interest.

References

1. Andrisano, O.; Verdone, R.; Nakagawa, M. Intelligent transportation systems: The role of third generation
mobile radio networks. IEEE Commun. Mag. 2000, 38, 144–151. [CrossRef]

2. Li, F.; Wang, Y. Routing in vehicular ad hoc networks: A survey. IEEE Veh. Technol. Mag. 2007, 2, 12–22.
[CrossRef]

3. Yan, L.; Shen, H.; Chen, K. MobiT: Distributed and Congestion-Resilient Trajectory-Based Routing for
Vehicular Delay Tolerant Networks. IEEE-ACM Trans. Netw. 2018, 26, 1078–1091. [CrossRef]

4. Ghazal, A.; Wang, C.; Ai, B.; Yuan, D.; Haas, H. A Nonstationary Wideband MIMO Channel Model for
High-Mobility Intelligent Transportation Systems. IEEE Trans. Intell. Transp. Syst. 2015, 16, 885–897.
[CrossRef]

5. Ahmad, F.; Adnane, A.; Franqueira, V. A Systematic Approach for Cyber Security in Vehicular Networks.
IEEE Trans. Intell. Transp. Syst. 2017, 04, 38–62. [CrossRef]

6. Chen, W.; Guha, R.K.; Kwon, T.J.; Lee, J.; Hsu, I.Y. A survey and challenges in routing and data dissemination
in vehicular ad-hoc networks. In Proceedings of the IEEE International Conference on Vehicular Electronics
and Safety, Columbus, OH, USA, 22–24 September 2008; pp. 328–333.

7. Yousefi, S.; Mousavi, M.S.; Fathy, M. Vehicular Ad Hoc Networks (VANETs): Challenges and Perspectives.
In Proceedings of the 6th International Conference on ITS Telecommunications, Chengdu, China,
21–23 June 2006; pp. 761–766. [CrossRef]

8. Kerrache, C.A.; Lagraa, N.; Calafate, C.T.; Lakas, A. TROUVE: A trusted routing protocol for urban vehicular
environments. In Proceedings of the IEEE 11th International Conference on Wireless and Mobile Computing,
Networking and Communications (WiMob), Abu Dhabi, UAE, 19–21 October 2015; pp. 260–267. [CrossRef]

9. Qureshi, K.; Abdullah, H.; Lloret, J.; Altameem, A. Road-Aware Routing Strategies for Vehicular Ad Hoc
Networks: Characteristics and Comparisons. Int. J. Distrib. Sens. Netw. 2016, 2016, 1605734. [CrossRef]

10. Rasheed, C.M.A.; Gilani, S.; Ajmal, S.; Qayyum, A. Vehicular Ad Hoc Network (VANET): A Survey,
Challenges, and Applications. Veh. Ad-Hoc Netw. Smart Cities 2017, 548, 39–51. [CrossRef]

11. Ghafoor, K.; Mohammed, M.; Lloret, J.; Abu Bakar, K.; Zainuddin, Z. Routing Protocols in Vehicular Ad hoc
Networks: Survey and Research Challenges. Electron. Lett. 2013, 5, 39. [CrossRef]

http://dx.doi.org/10.1109/35.868154
http://dx.doi.org/10.1109/MVT.2007.912927
http://dx.doi.org/10.1109/TNET.2018.2812169
http://dx.doi.org/10.1109/TITS.2014.2345956
http://dx.doi.org/10.4236/jcc.2016.416004
http://dx.doi.org/10.1109/ITST.2006.289012
http://dx.doi.org/10.1109/WiMOB.2015.7347970
http://dx.doi.org/10.1155/2016/1605734
http://dx.doi.org/10.1007/978-981-10-3503-6_4
http://dx.doi.org/10.5296/npa.v5i4.4134


Sensors 2020, 20, 7018 20 of 21

12. Karimi, R.; Shokrollahi, S. PGRP: Predictive geographic routing protocol for VANETs. Comput. Netw.
2018, 141, 67–81. [CrossRef]

13. Khan, A.A.; Abolhasan, M.; Ni, W.; Lipman, J.; Jamalipour, A. A Hybrid-Fuzzy Logic Guided Genetic
Algorithm (H-FLGA) Approach for Resource Optimization in 5G VANETs. IEEE Trans. Veh. Technol.
2019, 68, 6964–6974. [CrossRef]

14. Lin, D.; Kang, J.; Squicciarini, A.; Wu, Y.; Gurung, S.; Tonguz, O. MoZo: A Moving Zone Based Routing
Protocol Using Pure V2V Communication in VANETs. IEEE Trans. Veh. Technol. 2017, 16, 1357–1370.
[CrossRef]

15. Abbas, F.; Fan, P.; Khan, Z. A Novel Low-Latency V2V Resource Allocation Scheme Based on Cellular V2X
Communications. IEEE Trans. Intell. Transp. Syst. 2019, 20, 2185–2197. [CrossRef]

16. Yao, L.; Wang, J.; Wang, X.; Chen, A.; Wang, Y. V2X Routing in a VANET Based on the Hidden Markov
Model. IEEE Trans. Intell. Transp. Syst. 2018, 19, 889–899. [CrossRef]

17. Tang, Y.; Cheng, N.; Wu, W.; Wang, M.; Dai, Y.; Shen, X. Delay-Minimization Routing for Heterogeneous
VANETs With Machine Learning Based Mobility Prediction. IEEE Trans. Veh. Technol. 2019, 68, 3967–3979.
[CrossRef]

18. Perkins, C.; Bhagwat, P. Highly dynamic destination-sequenced distance vector (DSDV) for mobile
computers. ACM SIGCOMM Comp. Commun. Rev. 1994, 2, 234–244. [CrossRef]

19. Perkins, C.; Belding, E. Ad-hoc On-Demand Distance Vector Routing. In Proceedings of the Second IEEE
Workshop on Mobile Computing Systems and Applications, New Orleans, LA, USA, 25–26 February 1999.
[CrossRef]

20. Chen, J.; Lai, C.; Meng, X.; Xu, J.; Hu, H. Clustering Moving Objects in Spatial Networks. Advances in
Databases: Concepts, Systems and Applications; Kotagiri, R., Krishna, P.R., Mohania, M., Nantajeewarawat, E.,
Eds.; Springer: Berlin/Heidelberg, Germany, 2007; pp. 611–623.

21. Tal, I.; Muntean, G. User-oriented cluster-based solution for multimedia content delivery over VANETs.
In Proceedings of the IEEE International Symposium on Broadband Multimedia Systems and Broadcasting,
Seoul, Korea, 27–29 June 2012; pp. 1–5. [CrossRef]

22. Kayis, O.; Acarman, T. Clustering Formation for Inter-Vehicle Communication. In Proceedings of the
2007 IEEE Intelligent Transportation Systems Conference, Seattle, WA, USA, 30 September–3 October 2007;
pp. 636–641. [CrossRef]

23. Guo, X.; He, Y.; Zheng, X.; Yu, Z.; Liu, Y. LEGO-Fi: Transmitter-Transparent CTC with Cross-Demapping.
In Proceedings of the IEEE INFOCOM 2019—IEEE Conference on Computer Communications, Paris, France,
29 April–2 May 2019; pp. 2125–2133. [CrossRef]

24. Karp, B.; Kung, H. GPSR: Greedy Perimeter Stateless Routing for Wireless Networks. In Proceedings
of the MobiCom ’00: The 6th Annual International Conference on Mobile Computing and Networking,
Boston, MA, USA, 6–11 August 2000; pp. 243–254. [CrossRef]

25. Setiabudi, A.; Pratiwi, A.; Ardiansyah, A.; Perdana, D.; Sari, R. Performance comparison of GPSR and ZRP
routing protocols in VANET environment. In Proceedings of the IEEE Region 10 Symposium (TENSYMP),
Bali, Indonesia, 9–11 May 2016; pp. 42–47. [CrossRef]

26. Ullah, A.; Yao, X.; Shaheen, S.; Ning, H. Advances in Position Based Routing Towards ITS Enabled
FoG-Oriented VANET–A Survey. IEEE Trans. Intell. Transp. Syst. 2020, 21, 828–840. [CrossRef]

27. Lochert, C.; Mauve, M.; Füßler, H.; Hartenstein, H. Geographic Routing in City Scenarios. ACM SIGCOMM
Comp. Commun. Rev. 2005, 9, 69–72. [CrossRef]

28. Yang, X.; Li, M.; Qian, Z.; Di, T. Improvement of GPSR protocol in Vehicular Ad hoc Network. IEEE Access
2018, 6, 39515–39524. [CrossRef]

29. Yang, Q.; Lim, A.; Agrawal, P. Connectivity Aware Routing in Vehicular Networks. In Proceedings of the 2008
IEEE Wireless Communications and Networking Conference, Las Vegas, NV, USA, 31 March–3 April 2008;
pp. 2218–2223.

30. Rao, S.; Pai, M.; Boussedjra, M.; Boussedjra, M.; Mouzna, J. GPSR-L: Greedy perimeter stateless routing with
lifetime for VANETS. In Proceedings of the 2008 8th International Conference on ITS Telecommunications,
Phuket, Thailand, 22–24 October 2008; pp. 299–304. [CrossRef]

31. Zhang, X.; Cao, X.; Yan, L.; Sung, D. A Street-centric Opportunistic Routing Protocol Based on Link
Correlation for Urban VANETs. IEEE. Trans. Mob. Comput. 2016, 15, 1586–1599. [CrossRef]

http://dx.doi.org/10.1016/j.comnet.2018.05.017
http://dx.doi.org/10.1109/TVT.2019.2915194
http://dx.doi.org/10.1109/TMC.2016.2592915
http://dx.doi.org/10.1109/TITS.2018.2865173
http://dx.doi.org/10.1109/TITS.2017.2706756
http://dx.doi.org/10.1109/TVT.2019.2899627
http://dx.doi.org/10.1145/190809.190336
http://dx.doi.org/10.1109/MCSA.1999.749281
http://dx.doi.org/10.1109/BMSB.2012.6264290
http://dx.doi.org/10.1109/ITSC.2007.4357779
http://dx.doi.org/10.1109/INFOCOM.2019.8737659
http://dx.doi.org/10.1145/345910.345953
http://dx.doi.org/10.1109/TENCONSpring.2016.7519375
http://dx.doi.org/10.1109/TITS.2019.2893067
http://dx.doi.org/10.1145/1055959.1055970
http://dx.doi.org/10.1109/ACCESS.2018.2853112
http://dx.doi.org/10.1109/ITST.2008.4740275
http://dx.doi.org/10.1109/TMC.2015.2478452


Sensors 2020, 20, 7018 21 of 21

32. Sarin, R.K. Multi-attribute Utility Theory. In Encyclopedia of Operations Research and Management Science;
Gass, S.I., Fu, M.C., Eds.; Springer: Boston, MA, USA, 2013; pp. 1004–1006. [CrossRef]

33. Kasana, R.; Kumar, S.; Kaiwartya, O.; Yan, W.; Cao, Y.; Abdullah, A.H. Location error resilient geographical
routing for vehicular ad-hoc networks. IET Intell. Transp. Syst. 2017, 11, 450–458. [CrossRef]

Publisher’s Note: MDPI stays neutral with regard to jurisdictional claims in published maps and institutional
affiliations.

c© 2020 by the authors. Licensee MDPI, Basel, Switzerland. This article is an open access
article distributed under the terms and conditions of the Creative Commons Attribution
(CC BY) license (http://creativecommons.org/licenses/by/4.0/).

http://dx.doi.org/10.1007/978-1-4419-1153-7_644
http://dx.doi.org/10.1049/iet-its.2016.0241
http://creativecommons.org/
http://creativecommons.org/licenses/by/4.0/.

	Introduction
	Related Work
	Topology-Based Routing Protocols
	Clustering-Based Routing Protocol
	Position-Based Routing Protocols

	Effective Information Traffic
	Node Connectivity
	Effective Information Traffic

	Routing Algorithm
	Link Utility
	Vehicle Utility
	Routing Process
	Complexity Analysis

	Simulation and Results
	Network Configuration
	Performance Metrics
	Packet Loss Rate
	End-to-End Delay
	Network Yield

	Conclusions
	References

