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Abstract: The pandemic’s context is rife with numerous dangerous threats and high fear levels, influ-
encing human decision-making. Such characteristics are identified by investigating the acceptance
of exposure detection apps from the technology acceptance model (TAM) perspective. This study
purposed a model to investigate protection technology acceptance, specifically exposure detection
apps in the context of COVID-19. Quantitative study approach and a cross-section design targeted
586 participants from Saudi Arabia. As the study model is complex, the study hypotheses were
analysed using the structural equation modelling–partial least squares (SEM-PLS3) approach. The
findings support the entire model hypothesis except the link between social media awareness and
exposure detection apps’ intention. Mediation of COVID-19 anxiety and influence was confirmed
as well. The current paper contributes to the technologies acceptance domain by developing a
context-driven model comprising the major pandemic characteristics that lead to various patterns of
technology acceptance. This study also fills the literature gap regarding mediating effects of social
influence and COVID-19 anxiety in the relationship between trust in government and exposure
detection apps implementation, and between COVID-19 anxiety and exposure detection apps im-
plementation, respectively. The results may assist government agencies, health policymakers, and
health organisations in the wide world and specifically Saudi Arabia, in their attempts to contain the
COVID-19 pandemic spread.
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1. Introduction

The novel coronavirus (COVID-19) disrupts several aspects of human life, including
society, economy, and health [1–3]. The majority of public health institutions around the
globe have attempted to search for control and reduction methods concerning the spread of
COVID-19. The top effective strategies employed for surveillance and to contain the pandemic
have been exposure detection apps—an app meant to assist public health institutions and
authorities in addressing the transmission of COVID-19 from human to human by identifying
individuals exposed to infected cases and informing them of the need to isolate themselves,
carry out follow-ups, and undergo testing and treatment following the manifestation of
symptoms [4,5]. Such apps can determine the number of new COVID-19 cases for every
confirmed case and keep the numbers to a minimum. The advantage of such an app will only
be realised if the public supports its usage. With the number of cases increasing, the app’s
effectiveness will increase in determining potential cases and controlling and managing the
spread of the virus [4].

Consequently, media and public health authorities have promoted the app among the
citizens and residents for self-protection and contribution towards pandemic management
worldwide. However, the use level is insufficient to effectively manage the proliferation of
COVID-19 [6]. Thus, there is a need to understand how people decide to use an app through
studies in order to suggest a list of practical interventions in the form of recommendations
for maximised usage levels.

Commonly adopted technology adoption theories such as the unified theory of accep-
tance and use of technology (UTAUT) [7,8] and the technology acceptance model (TAM)
have been used to portray the whole picture of how decisions are made regarding new
technology usage (e.g., [4,9]). TAM is an influential model explaining technology usage
behaviour [9,10]. Studies have validated the ability of the TAM model to shed light on the
differences between the use of technology and behaviour towards technology and revealed
it to be significant in predicting mHealth app usage to track individuals who have come in
close contact with positive COVID-19 cases, essentially breaking the infection chain [4].

With the high rate of mortality and rate of infection [11], the concern is naturally high
among people, along with the risk of being infected, motivating individuals to act and
participate in self-protective behaviour, including the use of exposure detection apps [4,12,13].

Nevertheless, studies that addressed protection technology acceptance during the
pandemic are still scarce; thus, providing an in-depth understanding of the situation
would be beneficial. Accordingly, the study determines the answer to the question, “What
factors explain the acceptance of exposure detection apps in the pandemic period?” This
study resolves the question through an extended TAM, attempting to examine detection
application usage when an individual comes in close contact with a COVID-19 case, after
which an effective recommended response is provided. The study specifically added
event-related fear, COVID-19 anxiety, trust in government, perceived privacy, social media
awareness, and social influence for TAM extension.

During pandemics, risk and fear are generally the dominant emotions that arise. They
are of top importance in understanding people’s engagement in self-protective behaviour.
Unfortunately, only limited studies have been conducted to shed light on health protection
technologies using TAM, except for Alsyouf et al. [4], who adopted TAM in addressing
mHealth app usage to keep track of people who have had close contacts with positive
COVID-19 cases. The study focused on the psychological determinants that stem from
COVID-19 using a mobile health app based on the psychology field. The study also urged
further studies to examine other related factors such as a lack of trust in the government
and the way it deals with and confines the pandemic spread.

Every single day, people all over the world use an extensive range of social media
mobile apps. According to Nabity-Grover et al. [14], there has been a considerable increase
in social media platforms usage during the numerous lockdowns implemented because of
the COVID-19 pandemic. In fact, social media apps have had a key role in the entertainment
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and reconnection of people, friends, and families during isolation, social distancing, and
lockdown periods. Productivity apps have also indicated increased usage [15].

In this regard, a novel mobile app has been introduced as recommended by govern-
ment authorities and health officials [16]. This type of app is an attempt of the government
and the technology firms to confine the virus spread. In addition to the traditional manual
contact tracing methods, the app helps in the rapid identification and tracking of individu-
als that have been in close contact with a positive case [17,18] and in promoting awareness
concerning the virus through the provision of educational information about the infection
and how it spread. However, most individuals remain concerned about using COVID-19
apps because of privacy issues, a lack of trust, and ethical concerns [19]. Moreover, several
media platforms play a crucial role in shifting reality to raise more panic among the public,
which makes them wary of using COVID-19 apps [20].

The public has used social media and productivity mobile apps at a high level during
the pandemic [14,21]. Although social media has promoted the engagement and connection
of people and increased information sharing, it has also promoted sensationalism. The
spread of misinformation on the pandemic in the form of shocking and emotionally packed
content is what people naturally gravitate to. Consequently, social media experts indicated
that people have become increasingly anxious about what the future will bring, which has
affected their adoption behaviours towards detection applications.

The extensive application of these technologies has led to privacy concerns and viola-
tions of civil liberties [22,23]. Most privacy and human rights preservation proponents have
stated that the surveillance system development could cross boundaries of detection and
warned that the gathered data could be utilised later to promote commercialisation [23,24].

Some have predicted that these information-gathering measures in periods devoid
of pandemics could lead to problems that will hinder modern democracies, despite their
appearance of usefulness at present and their necessity to confine the COVID-19 pandemic
spread. This situation can be viewed in light of the “state of exception” [25], which
is brought on by requirements stemming from the premise that particular laws must
be established to preserve the current societal order. Such “exceptionalism” makes it
possible to launch exceptions to present rights, including freedom of movement, freedom
of assembly, and privacy, in order to preserve citizens’ security.

Such preservation of security was exemplified recently by the violation of individ-
uals’ rights following the September 11 attacks in the United States in 2011. Although
the U.S. government was lauded for its response to the threat, it was criticised for the
“generalisation of the state of exception, through constant monitoring, surveillance and
control of particular individual groups” [26].

During the pandemic, it seems that the state of exception and its potential outcomes
have been discussed all over the globe. This begs the question of what drives people to
adopt and accept risky surveillance technologies to protect against the pandemic? Do
perceptions of the perceived threat and an individual’s coping skills in the pandemic affect
their support for technological solutions? Does the importance of the relevant variables
connected to the COVID-19 pandemic take precedence over the general attitudes towards
liberty and authoritarianism?

Using COVID-19 tracing apps may be linked to several uncertainties, which can
generally be categorised into health-related COVID-19 concerns and app-specific risks
manifesting as performance risks and privacy risks that arise from the processing of
sensitive data [27–29]. Additionally, social risks can arise among people due to their fear of
social pressure/social exclusion from the use or non-use of the app [30].

In the field of information-seeking methods, social influence has a crucial role [31]. It
is expected to mitigate the uncertainty people harbour regarding COVID-19 tracing apps.
Basically, it is the level to which an individual views that people important to him are
convinced that he should be using the system [32]. Individuals’ attitudes towards app usage
may be influenced through information concerning their social environment preferences.
Because COVID-19 tracing apps are primarily launched by governments in collaboration
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with government authorities and institutions, government trust has been investigated along
with initial trust in COVID-19 tracing apps [29]. For the people to trust and use it, a specific
level of transparency has to be reached in the COVID-19 tracing apps’ case [29]. Initial
trust in COVID-19 tracing apps can be developed through the information quality they
generate so long as past citizens-app interactions do not exist [33,34]. The fulfilment of
specific information needs through the provision of clear and accurate information allows
the initial trust of people to develop towards the technology, which, in this case, is the
COVID-19 tracing app.

Hence, this study investigates the relevant variables of social media awareness, per-
ceived privacy, social influence, and government trust as novel exogenous TAM predictors
to shed light on the acceptance of exposure detection apps. The use of TAM in technology
acceptance is aligned with the contextualisation approach that Alsyouf et al. [4] theorised.
He contended that building IS theory calls for investigating the interconnection among the
major context aspects within which the IS phenomenon occurs.

This study thereby contributes to the literature on technology acceptance in two ways.
The first is examining protection technology acceptance in the context of the pandemic. The
second is developing a context-driven model that examines the fear-risk relationship with
perceived privacy, social media awareness, social influence, and intent to use exposure de-
tection apps. The literature gap is filled concerning the mediating effects of social influence
and COVID-19 anxiety on the trust in the government/exposure detection app use rela-
tionship and in between the event-related fear-exposure detection apps usage relationship.
The proposed model contributes to the understanding of technology acceptance during the
pandemic period and responds to the need and suggestions in literature to contextualise
the IS research theories [4].

1.1. Literature Review
1.1.1. Novel COVID-19 Coronavirus

The COVID-19 outbreak was first reported in Wuhan, Hubei province, China, in
December 2019 [35,36]. It has claimed a significant number of lives and is spread extensively
through human-to-human contact [37]. The chief characteristic of COVID-19, which is its
fast spreadability, has led to the current global pandemic outbreak 2022 [38]. Based on
medical research, the mortality rate caused by the pandemic has increased to 4% among
infected individuals [39]. As a result, cases have risen to 363,834,233, and deaths have
numbered 5,647,743 around the globe [40] at the time of this research.

Developing nations bore the brunt of the pandemic outbreak, which held true for the
Middle East, particularly Saudi Arabia, where rapid COVID-19 spread has been experienced.
According to the Saudi Ministry of Health (MOH), there have been 670,997 confirmed cases
and more than 8929 deaths brought on by COVID-19 as of 27 January 2022 [40].

Owing to the COVID-19 rapid spread all over the globe, WHO and other public health
authorities have adopted efforts and measures to confine it. Without proper vaccination,
the initial responses depended on integrating public safety compliance to mitigate the
epidemic reach. These included social distancing, wearing a facemask, and hygiene in one
model (PSC triangle) [41]. In addition to scientists’ endeavours to develop an effective
vaccine, policymakers in various countries have set up several measures such as contact
tracing/exposure detection apps, through which potential transmission of COVID-19
among the population can be traced, assessed, isolated, and treated [4]. This enabled
citizens and health authorities to contribute to controlling the pandemic’s spread. Apps
developed for this purpose, such as the exposure detection app, have been directed towards
keeping track of the number of COVID-19 cases and keeping it to a minimum. Such apps
have several benefits but their full potential can only be achieved if most of the population
adopts them for better virus spread management and control [4,42,43].

In a related simulation study, Hinch et al. [44] evidenced the effectiveness of exposure
detection apps in mitigating infections if around 60% of the population accept and use
them, and also, most public health agencies contended that such apps are not enough to
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ensure effective management of the virus if not adopted sufficiently by the majority [6].
Thus, it is crucial to study the factors influencing app usage decisions.

1.1.2. Previous Research

Despite the protective strategy served by the use of exposure detection apps and their
novelty, research circles have long been discussing the determinants of adopting protective
behaviour through the use of theoretical assumptions. Such endeavours were carried out
to shed light on the cognitive process used by an individual to decide whether or not to
engage in protective behaviour.

A proportion of IS-dedicated literature has been directed towards protective be-
haviours, including mobile/online health and telemedicine adoption [45,46], compliance
to information security policy [47], and others. In these studies, researchers have used
two general theoretical methods to examine protective behaviours, with the first approach
depending on general theories to shed light on and predict different general behaviour
types, the top theories being the theory of reasoned action (TRA) and the theory of planned
behaviour (TPB). Both theories have been used in investigating human behaviour such as
protective behaviour (intention) and behavioural intention, stemming from attitude and
social pressures [48].

More specifically, TPB contributes to the behaviour perception control effect on be-
havioural intention and actual behaviour [49]. Based on empirical findings, the key as-
sumptions of TPB and TRA have been supported [50,51]. Adaptive behaviour calls for
novel coping methods and technologies. Other contributors have relied on the well-known
technology acceptance theories, including TAM and UTAUT, to explain the acceptance and
use of technologies among individuals [4,52–57]. Notwithstanding the various terms used
to describe drivers of new technology acceptance, the theories have been used to predict
new technology adoption. They mainly use effort and performance expectancy constructs,
facilitating conditions, and social pressures (e.g., [7–9,31,32]).

The TAM is an effective adoption model in management and information sciences,
highlighting and explaining the drivers and technology acceptance and use [58]. TAM
initially stemmed from its predecessor, a psychology-based theory, the theory of reasoned
action (TRA). The latter model explains the relationships between the individual’s be-
liefs, attitudes, and intentions and their actual performance/non-performance of a certain
behaviour [48]. According to the TRA, the attitude of the person can predict his actual
behaviour, with attitude being the level of his positive/negative feelings regarding the
concerned behaviour ([59] p. 984), subjective norms (significant people in his life and their
expectations), and his intention (the level of intention towards performing the behaviour)
([59], p. 984). The extended TRA introduced by Davis et al. [60] was used to examine com-
puter use behaviour as a particular case based on the assumption that TRA was introduced
to explain every behaviour type.

The primary assumption of TAM states that technology use determinants are behavioural
intention, which is affected by the technology’s perceived usefulness and ease of use [58],
whereby an individual who thinks that technology is not easy to use and useful would likely
refrain from using it, while another who finds it easy to use and useful would use it ([61] p. 2).
In this study, TAM is considered the appropriate model for examining usability and usefulness
effects on adopting exposure detection apps during the COVID-19 pandemic.

1.2. Theoretical Foundation

TAM was selected as the underpinning theory of this study—it is an influential and
effective model in explaining technology usage behaviour [4,9]. According to TAM, the
technology use behaviour (behavioural inclination towards technology acceptance) can be
gauged using the individual’s technology usage attitude. There are two major predictors of
attitude towards usage: perceived usefulness and perceived ease of use. The former repre-
sents the individual’s belief that technology use can promote task performance, whereas
the latter represents the individual’s perception that it is easy to use the technology [59].
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Added to this, there is an indirect effect of perceived ease of use on attitudes connected to
perceived usefulness. TAM has been proven, time and again, to be effective in explaining
the differences between technology use behaviour in various contexts, e.g., [62–64].

Regardless of the extensive examination of the models and their validation in the health
information systems field among medical staff, their examination is limited when it comes
to acceptance by consumers of health information applications [65–67]. Evidence shows that
consumers’ acceptance of health informatics applications may differ from the acceptance of
the same from professionals as the former may lack self-efficacy or use experience, which
would mean that they are likely to face challenges when using an application [65,68,69]. Thus,
finding ways to assist app acceptance among consumers is crucial.

Like other technology acceptance models, TAM has its drawbacks, among which is
determining an individual’s attitude by other factors (e.g., social influence). An attitude
of an individual towards IT use can be gauged using social influence [70,71]. TAM has
been primarily used to examine internal motivations but not external ones, as it mainly
focuses on the outcomes of IT usage. This means that the use process has not been entirely
discussed, necessitating the extension of the model with external factors. As a result, it is
highly recommended to extend the TAM model with external factors based on the conceptual
model itself in order to add new variables to the TAM model. As such, to explain exposure
detection apps adoption, this research adds psychological determinants associated with the
COVID-19 pandemic (health anxiety sensitivity, event-related fear) to TAM as well as social
media awareness, perceived privacy, social influence, and trust in government. In this regard,
anxiety and fear are two emotional feelings that are significantly related to risks and can lead
to emergencies. As a result, public health emergencies may arise. Both of these emotions
imply pessimistic risk assessments. Therefore, it is imperative to study how fear and anxiety
influence attitudes toward innovation, specifically with regard to an exposure app that will
assist in monitoring and containing the COVID-19 pandemic.

On the other hand, social media use could have a significant impact upon health
behavioural changes. This is due to mechanisms that increase fear in the public’s hearts by
including pandemics in social media and encouraging them to adopt preventive behaviours.
Thus, there is a need to investigate the relationship between social media alerts and expo-
sure detection apps in order to limit COVID-19’s spread. Furthermore, the issue of privacy
has repeatedly been brought up by users of COVID-19 apps. The situation is similar for the
media and human rights organisations, which frequently oppose government initiatives to
develop such apps for use by all members of society.

In general, trust reduces uncertainty and risk. Psychologists typically describe it as an
intention to accept vulnerability based on positive expectations for another’s intentions
or behaviour. However, trust may also be altered by actual app usage, becoming either
stronger or weaker depending on user experiences. Further, individuals’ trust in their
government also contributes to mitigating the uncertainty they face. The majority of COVID-
19 tracing apps were developed by governments. Therefore, trust in the government may
mitigate concern related to these apps.

Social influence is an active information-seeking strategy. It refers to the degree to
which an individual perceives that other individuals significant to him are convinced that
he should adopt the proposed system. An analysis of individuals’ preferences concerning
the social environment can reveal their attitudes toward the use of apps. To this end,
this study integrates additional external variables for technology usage perceptions. Such
integration has not been considered before, and attempts to reflect some of the aspects of
the users that play a key role in successful technology usage.

Figure 1 presents a graph representing the formulated hypotheses of the study.
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Proposed Model and Hypotheses Formulation
Perceived Usefulness (PU)

PU is the degree to which an individual trusts that accepting/using a specific tech-
nology will enhance job performance [58]. Studies on the topic have shown that perceived
usefulness affects the intention to use mHealth and exposure detection apps. For in-
stance, Zhang et al. [72] reported a positive PU/intention to use mHealth relationship, and
Binyamin and Zafar [73] showed the significant influence of PU on the intention to use an
mHealth app. Additionally, PU also significantly influences the intention towards exposure
detection apps usage, Alsyouf et al. [4]. Thus, this study posits the following hypothesis.

Hypothesis 1 (H1). PU positively influences intention to use exposure detection apps.

Perceived Ease of Use (PEOU)

According to Davis [60], PEOU refers to the degree to which an individual is convinced
that using a particular technology will be devoid of effort and difficulty. In this study,
PEOU is the belief of a user that using exposure detection apps is mentally and physically
easy. Prior related studies concerning the PU/intention to use relationship supported a
significant relationship. Binyamin and Zafar [73] reported the significant influence of PEOU
on PU in light of mHealth, and Tsai et al. [74] and Lee et al. [75] revealed the positive effect
of PEOU on the intention to use an mHealth app. Moreover, in Alsyouf et al. [4], PEOU was
reported to significantly affect PU and intention towards exposure detection apps usage.
Hence, this study proposes that:

Hypothesis 2 (H2). PEOU has a positive influence on PU.

Hypothesis 3 (H3). PEOU positively influences the intention towards using exposure detection apps.
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Intention to Use

A top determinant for new technology acceptance is the intention to use, with be-
havioural intention defined as an individual’s inclination towards performing a particular
behaviour [48]. Regarding the use of mHealth in general, and exposure detection apps in
particular, intention towards system use is the plan to use the technology. Concerning this,
Binyamin and Zafar [73] showed that intention towards mHealth app usage is significantly
correlated with its actual use, and similarly, Alsyouf et al. [4] found that the intention to
use has a significant effect on actual exposure detection apps usage and thus, this study
hypothesises the following:

Hypothesis 4 (H4). Intention to use exposure detection apps positively influences its actual use.

Health Anxiety Sensitivity to COVID-19 (CA) and Event-Related Fear (ERF)

Experiencing health anxiety at the time of the pandemic can significantly impact people’s
lives in the form of avoidance, stress, and intrusive negative thoughts. Such effects can be
linked to negative or ineffective preventative behaviours and actions, as evidenced in past
studies such as Gaygisiz et al. [76], Wang et al. [77], Qiu et al. [78], and Alrawad et al. [79].

In the same line of study, Gaygisiz et al. [76] stated that people’s perceptions concerning
health-related anxiety are numerous. Thus, studying the factors that influence such anxiety
may provide insight into adopting health applications during the pandemic. The COVID-
19 pandemic has been found to instigate feelings of fear, death, sickness, helplessness,
and stigmatisation. Thus, studies dedicated to its examination may assist in enlightening
concerned people about their mental health status, which is needed to help people [80].

Owing to the lack of awareness of probabilities and numbers among people, they
may be unable to analyse the risk level by calculating likelihoods and assessing the entire
outcomes of alternatives [81]. Thus, they have to depend on intuition and innate feelings to
evaluate the risks in events using intuition-based mechanisms with evolutionary impor-
tance [82,83]. With instant risks occurring, the use of intuition would assist in avoiding
environments that are complicated and dangerous. According to Slovic et al. [83], emotions
bring about intuitive risk assessment known as the “risk as feelings” hypothesis, which is
the judgments of people concerning dangerous and risky events that depend on a specific
person’s emotional feelings, as opposed to the actual likelihood of the probability.

Two emotional feelings that significantly correlate with risks and lead to emergencies are
fear and anxiety [84]. Most studies along this line indicate that fear and anxiety enhance public
health emergencies, as evidenced by Zika and H1N1 outbreaks several years ago [85,86]. Two
major negative valence emotions instigate pessimistic risk evaluations [87,88]. The study of
Johnson and Tversky [89] found that people underestimated or overestimated the number
of deaths caused by floods/smoking following newspaper reports. Therefore, this study is
focused on the specific emotional effects that go beyond the valence on the user’s innovation
acceptance, specifically the exposure app, to assist in the surveillance of the COVID-19
pandemic and its confinement.

Lerner and Keltner [90] supported the above contention. They indicated that fear
can instigate risk estimates of individuals of negative events such as strokes and terrorist
attacks [91]. When they directly face risks, they have a higher likelihood to experience
anxiety along with higher innovation acceptance to address such anxiety.

Thus, anxiety can be referred to as a relational construct that responds to a risky
event for which a protective decision is adopted. Upon encountering a threatening and
risky event, the expectation is that anxiety is aroused as a negative emotional response.
In the case of the COVID-19 pandemic, anxiety can bring about the individual’s serious
consideration of protective response. If ignored, fear of the COVID-19 pandemic could lead
to the non-use of exposure detection apps unless a sense of anxiety is developed. COVID-19
anxiety could thus have a mediating effect on the event-related fear/detection app usage
relationship. Thus, the following hypothesis is posited:
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Hypothesis 5 (H5). The relationship between event-related fear and exposure detection apps usage
will be mediated by COVID-19 anxiety.

Social Media Awareness (SMA)

Social media use effects on health behavioural changes are driven by mechanisms that
encompass the coverage of the pandemic on social media that increases fear in the public’s
hearts and leads them to adopt preventive behaviour [92]. In past literature, mass media usage
has been shown to generate positive changes and prevent negative ones regarding health-
related behaviours among population members [93]. This may be exemplified by reports
of frequent listening to the radio and reading newspapers being related to decreased odds
of contracting disease thanks to vaccinations [94]. Similarly, frequent watching of television
was found to have a positive relationship with behaviours relating to water, sanitation, and
hygiene [95]. Facebook and Twitter, two of the top social media platforms, can provide the
public and health institutions with new ways to prevent disease during the pandemic. Social
media enables two-way communication between health authorities and the members of the
public. The usefulness of social media has also been reported in light of health-promotion
interventions such as the prevention of risky sexual behaviours [96], enhanced knowledge and
attitudes towards skin cancer [97], and the uptake of maternal influenza vaccine as reported
by O’Leary et al. [98], as well as bringing about changes in lifestyles.

According to Lim et al. [99], people may be directed to adopt, support, spread, and
share innovative ideas/behaviours through socially mediated social media channels. As
a mediating factor, social media encapsulates and supports social norms and contributes
to the public’s ability to obtain health information in regards to knowledge, news, and
patterns of health behaviour, which can widely proliferate through the effect of social
influences on the health behaviours of people and the learning phenomenon through
intense observation [100]. Hence, the level to which individuals utilise social media for
accessing health information and disease management may significantly affect the results
of their health behaviour.

Specifically, past studies have investigated the relationships between specific media
access types and information-seeking behaviours. For example, Alhuwail and Abdul-
salam [101] revealed that people turn to YouTube to obtain health information instead of
Twitter, Snapchat, and Facebook. According to Stawarz et al. [102], people utilise mobile
technologies to resolve their specific mental health problems. Thus, based on prior litera-
ture, it is essential to study the relationship between social media awareness and exposure
detection apps to confine the spread of COVID-19. This study proposes the following
hypothesis for testing:

Hypothesis 6 (H6). Social media awareness positively influences the intention towards using
exposure detection apps.

Perceived Privacy (PP)

Users of COVID-19 apps have time and again raised the issue of privacy. This holds
true for media and human rights organisations, who are often working against governments
developing such apps to be used by all members of society [103–105]. Governments all
over the globe have been enforcing social distancing and lockdown measures since the
beginning of the pandemic, as suggested by health officials and experts [106,107].

Several measures to this effect lead people to become proactive online. The majority
of them employ social media apps frequently to assist in reconnecting with their families
and friends [14]. Governments/app developers have often raised privacy issues for social
media apps such as YouTube and TikTok. Most app users prefer not to get involved in
the debate [108]. Social media and productivity apps often have high privacy and ethical
concerns as they can be risky and dangerous to individuals and governments; this may be
evidenced by the Australian and U.S. government attempts to prohibit Chinese-owned
social media apps such as TikTok and WeChat, claiming that these apps have gathered the
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users’ personal data, and have built a considerable understanding from the information
of those users [109]. Data may also be used unethically, as in the recent U.S. elections,
whereby both YouTube and Facebook were used to shift the election outcome to benefit
the rival foreign governments [110]. This led to the U.S. government’s decision to ban new
downloads for TikTok and WeChat for the citizens’ privacy protection.

Examining the privacy policies and data use agreements that most social media and
productivity apps provide can uncover several privacy issues that users lack awareness
of, which shows the precedence of data collection over privacy for users. Contrastingly,
privacy policies and data usage agreements analysis for most COVID-19 apps indicate that
users’ privacy comes first rather than their data [20]. Thus, prior results on the perceived
privacy/use of exposure detection apps relationship led this study’s authors to propose the
following hypothesis:

Hypothesis 7 (H7). Perceived privacy positively influences the intention towards using exposure
detection apps.

Trust in Government (TIG) and Social Influence (SI)

The trust element generally mitigates uncertainties and risks in various contexts,
Aysan [111], Bélanger and Carter [33], and trust is usually referred to as a psychological
state consisting of the intention to accept vulnerability based upon positive expectations of
another’s intentions/behaviour [112]. However, trust may also be modified in regards to
the actual app usage, either becoming weaker or stronger based on distinct experiences by
a user [113]. Additionally, the trust of individuals in their government is another way to
mitigate the uncertainties they hold. Most COVID-19 tracing apps have been developed by
governments. Trust in the government may mitigate the apps-related fear [114]. Trust in
the government is assumed to be stable and not changeable in a short-run period [115,116].

Based on the trust transfer theory, the trust of individuals in a particular area can
affect their initial trust in other related areas [117]. Similarly, Lu et al. [118] illustrated that
customers’ trust in internet payment affects their trust in mobile payment services. Aligned
with this, COVID-19 tracing government-established apps may be supported in their use
by supporting the trust of citizens and residents in the government.

In light of the above, the trust of the people in the government refers to the perceptions
concerning the integrity and ability of the government agency that provides a service [33].
The conviction of the people that the government’s actions are directed towards their best
interests would bring about the belief that government agencies are capable of suitably
providing services, strengthening their initial trust in using COVID-19 apps [30]. Recent
findings on COVID-19 tracing apps show that trust in the government significantly affects
people’s attitudes towards the apps [114,119].

Because of the impossibility that people could test-run the COVID-19 exposure detection
apps before their launch or interact with those responsible for their creation, people turn
to other options for interactive information collection, such as communicating with peers
who are also influenced by the decision as to whether to use the app. In other words, social
influence is an active information-seeking method. It is expected to mitigate the uncertainty
concerning COVID-19 tracing apps among people. More importantly, social influence refers
to the level to which an individual perceives that other individuals important to him are
convinced that he should use the new system [32]. Determining the preferences of individuals
concerning the social environment would reveal their attitude towards app usage.

Moreover, the primary reason behind general negative attitudes towards COVID-19
tracing apps is the people’s lack of government trust [119]. Social influence can promote
protective responses among individuals towards seriously considering the pandemic. Because
trust in government could be overlooked, such trust alone may be unable to increase exposure
detection app usage unless other alternatives are sought for gathering interactive information
through peers who are also in the same predicament (whether or not to use the app). Social
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influence is thus expected to mediate the trust in the government/exposure detection app use
relationship. Therefore, this study proposes the following hypothesis for testing:

Hypothesis 8 (H8). Social influence mediates the relationship between trust in government and
exposure detection app usage.

2. Materials and Methods
2.1. Research Context

Saudi Arabia has not been spared the impact of COVID-19, as with other countries in
the world. As a result, the MOH of Saudi Arabia has launched the Tabaud and Tawakkalna
apps [4,5]. Specifically, the Tabaud app to be used in smartphones is among the latest
efforts made by the Saudi government to fight against and contain the COVID-19 pan-
demic through Apple/Google exposure notification API. The institution responsible for
developing the app is the National Information Center (NIC) of Saudi Data and Artificial
Intelligence Authority (SDAIA), in collaboration with the Ministry of Health (MOH).

The app offers three major user services, namely sending notifications of close contact
with COVID-19-infected individuals, helping by forwarding their health forms to the MOH
for the required medical support based on the case status and progress, and allowing the
confirmed infected cases to voluntarily display their test results to those they are in contact
with during a 2-week period.

Tabaud is an app that respects users’ privacy. Using it requires no information/location
sharing, as it depends on Bluetooth technology to collect and update IDs at random. Users
who want to begin the medical testing procedure for the virus would need to forward their
name, national or residence ID number, and date of birth.

Tawakkalna is described as the official application launched by Saudi Arabia to prevent
the COVID-19 virus from spreading. It was created using the Saudi Data and Artificial
Intelligence Authority (SDAIA). Its initial launch was focused on contributing to managing
relief efforts through electronic means and enabling a curfew period for government and
private sector employees and individuals. This would work towards confining the COVID-
19 virus spread in the country. The “Return with Caution” period heralded the launching
of several new services in the Tawakkalna app, contributing to achieving “safe return”
while making the users’ statuses clear via coloured codes with the highest security and
privacy levels.

1 Dark Green Colour Code in Tawakkalna: Immunity from COVID-19

This Colour Code is further divided into three:

(a) IMMUNE—dark green colour shows the completion of the COVID-19 vaccine.
(b) IMMUNE BY FIRST DOSE—this shows that the user has received a portion of the

vaccine. It is displayed for two weeks following the latest vaccine dose. It continues
for another 180 days until the total doses are completed or an infection is detected.

(c) IMMUNE BY RECOVERY—this shows the recovery of the user from the infection
and that they have developed a natural immunity from it lasting 6 months unless
another infection arises, or a vaccine is received.

2. Green Colour: No Record of Infection

This shows no infection record of the user or no direct contact with an infected
person or shows exposure to an infected person but, when retested, the user has recovered
(declared healthy).

3. Orange Colour: Exposed to COVID-19

This shows the user’s exposure to a COVID-19-infected person and the user is allowed
to leave the residence but not allowed to go into workplaces/enclosed public places or
obtain permits.

4. Brown Colour: Infected by COVID-19
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This shows that the user is infected with COVID-19 under the Ministry of Health data.

5. Blue Colour: Arrived from Abroad: Category A Countries

This shows that the user travelled from countries not included in the Ministry of
Health list of countries, completed 7 days of self-quarantine, or adhered to the 3 day
self-quarantine by testing for the virus 48 h following his arrival to Saudi Arabia, which
automatically terminates the self-quarantine upon a negative result. This shows a “No
record of infection” health condition.

6. Violet Colour: Arrived from Abroad: Category B Countries

This shows that the user arrived from countries defined under Category B by the
Ministry of Health, completed 7 days of self-quarantine, and took a virus test on the 6th
day to terminate the self-quarantine with a negative test result. Like the blue colour, a “No
record of infection” appears as a health condition.

7. Grey Colour: No Internet Connection

This shows the absence of internet connection on the individual’s device or the non-
location of address or the use of a virtual private network (VPN).

The Tabaud and Tawakkalna apps work together, with Tabaud detecting, surveilling,
and sending COVID-19 cases to the Tawakkalna app, while the latter clarifies the health status
of the user through the colour codes, using the highest security and privacy degrees [3,4].

Saudi public health agencies have attempted to leverage the extensive penetration
of the internet at a low cost and the use of smartphones in the Kingdom to contain the
COVID-19 spread. Based on the latest reports, the number of active smartphone users has
surpassed 33 million in the Kingdom of Saudi Arabia [120]. Saudi public health agencies
have forwarded a message to all smartphone users introducing Tabaud and Tawakkalna
apps to promote their use. Additionally, these agencies have also published and distributed
materials concerning the apps over social and mainstream media to boost the adoption and
use of apps among smartphone users and raise their familiarity with the apps.

Concerning the above, the status “immune from COVID-19” in the Tawakkalna app is
one of the prerequisites to enter and take part in activities (economic, commercial, cultural,
sports, tourism, scientific, social, and recreational). This study shows that 100% of Saudi
citizens and residents have downloaded both apps to effectively control the spread of
COVID-19. It examines the factors influencing the users’ actual use of the apps.

2.2. Sample and Data Collection

This study used a quantitative approach and cross-sectional design to test the pro-
posed model. The government imposed lockdown measures and social distancing made
the physical gathering of data impossible. An online survey questionnaire has been used
as an instrument for data collection during the lockdown period. This study targeted the
smartphone users in Saudi Arabia. Due to the challenge in obtaining a list of smartphone
users in the country, the faculty members, employees, and students at King Abdul-Aziz
University were surveyed; the university is a place where there is a wide usage of smart-
phones. Furthermore, the social distance and lockdown imposed by the government made
data collection procedures from a representative sample an incredible mission. In view of
these limitations, collecting data from the university was the best option for the current
study purposes.

After the survey was prepared in Arabic, the main language of probable respondents,
an online-based questionnaire through the survey link was forwarded by the university
email distribution group to the respondents (faculty, employees, and students) at the uni-
versity. The survey link was also published and shared on popular social media platforms,
including university communities. Data collection was conducted from 15 October to
15 December 2021. Krejcie and Morgan’s [121] table was used to estimate the sample
size. By examining sample size criteria established by Krejcie and Morgan [121], it was
determined that a sample size of 384 was acceptable for generalising results. In total,
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586 participants’ surveys were retrieved. Upon examination, all surveys were complete,
indicating no missing data.

The original survey was translated into Arabic, which is the language of potential
respondents. The survey content was designed by adopting validated instruments from
past literature, with items gauged on a 5-point Likert scale ranging from 1 denoting strongly
disagree to 5 denoting strongly agree. The variables’ measurement scales were adopted
from relevant articles and the list of measurement items is available in Appendix A.

The respondents’ demographic information analysis results show that most were male,
with the descriptive results showing 310 male respondents (52.9%), with the majority of
respondents falling into the age category of 18–34 years of age (362 respondents, 61.8%),
having bachelor’s degrees (431 respondents, 73.5%), living in the Western Saudi province
(431 respondents, 73.5%). The demographic characteristics of the respondents are tabulated
in Table 1, including gender, age, residence location, and level of education.

Table 1. Demographic characteristics of the respondents.

Demographic
Characteristics Category N %

Gender
Male 310 52.9

Female 276 47.1
Total 586 100

Age

17 years old and younger 5 0.9
18–34 years old 362 61.8
35–44 years old 86 14.7
45–54 years old 78 13.3
55–64 years old 45 7.7

65 years and over 10 1.7
Total 586 100

Education level

High school degree and
below 131 22.4

Diploma certificate 28 4.8
Bachelor’s degree 321 54.8
Master’s degree 58 9.9

PhD holders 48 8.2
Total 586 100

Province

Western province 431 73.5
Eastern province 66 11.3

Southern province 0 0.0
Northern province 68 11.6
Middle province 21 3.6

Total 586 100

3. Results

The developed framework was tested using partial least squares (PLS), with SEM en-
abling the simultaneous examination of the measurement and structural models [122–124].
PLS is also effective when dealing with complicated models, characterised by a hierarchical
structure, several indicators, relationships, and constructs [125–128]. Moreover, PLS also ad-
dresses issues brought on by small-sized samples and error terms, with few rigid assumptions
of normal data distribution [125,126,129,130]. More specifically, the proposed model was
tested using PLS version 3.0 M3. The first step entailed testing the reliability and validity of
the measurement model [131,132]. This involved establishing the model’s convergent validity
through AVE, indicator reliability, internal consistency, and discriminant validity [124,133].

The values of Cronbach’s alpha (CA), composite reliability (CR), item loadings, and
AVE of the constructs are tabulated in Table 2. Based on the table, CA and CR were over the
threshold value of 0.70 for the entire constructs, indicating that both internal consistency
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and suitability of constructs are well-established based on the suggestion of Hair et al. [134],
Hair et al. [135]. All factors had reliability of more than 0.40, so they were all acceptable.

Table 2. Item loading, Cronbach’s alpha, composite reliability, average variance extracted.

Construct Measurement
Items Loadings Cronbach’s

Alpha
Composite
Reliability

Average
Variance

Extracted (AVE)

COVID-19
Anxiety (CA)

CA1 0.781

0.701 0.808 0.515
CA7 0.784
CA8 0.624
CA9 0.669

Exposure
Detection Apps
Intention (EDAI)

EDAI1 0.951
0.928 0.954 0.874EDAI2 0.905

EDAI3 0.948

Exposure
Detection Apps
Usage (EDAU)

EDAU1 0.855
0.891 0.933 0.823EDAU2 0.945

EDAU3 0.919

Event-Related
Fear (ERF)

ERF1 0.925
0.912 0.944 0.850ERF2 0.932

ERF3 0.908

Perceived Ease of
Use (PEOU)

PEOU1 0.894

0.871 0.911 0.721
PEOU2 0.876
PEOU3 0.858
PEOU4 0.762

Perceived
privacy (PP)

PP1 0.822

0.926 0.942 0.732

PP2 0.888
PP3 0.909
PP4 0.861
PP5 0.891
PP6 0.754

Perceived
Usefulness (PU)

PU1 0.917

0.939 0.956 0.845
PU2 0.933
PU3 0.921
PU4 0.906

Social
Influence (SI)

SI1 0.921
0.917 0.948 0.858SI2 0.937

SI3 0.921

Social Media
Awareness

(SMA)

SMA1 0.664

0.823 0.872 0.578
SMA2 0.802
SMA3 0.806
SMA4 0.721
SMA5 0.799

Trust in
Government

(TIG)

TIG1 0.886
0.867 0.917 0.787TIG2 0.896

TIG3 0.879

Convergent validity, measured through AVE, was more than 0.50, which is the con-
ventional cut-off value. The squared AVE values of the constructs were used to evaluate
discriminant validity, and they appeared to be higher than the correlation constructs, and
thus they achieved discriminant validity of the constructs (refer to Table 3).
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Table 3. Discriminant validity of the constructs.

CA EDAI EDAU ERF PEOU PP PU SI SMA TIG

CA 0.718
EDAI 0.23 0.935
EDAU 0.294 0.637 0.907
ERF 0.603 0.159 0.23 0.922

PEOU 0.168 0.614 0.488 0.11 0.849
PP 0.202 0.613 0.517 0.152 0.683 0.856
PU 0.211 0.586 0.464 0.184 0.667 0.603 0.919
SI 0.214 0.419 0.442 0.244 0.463 0.428 0.63 0.926

SMA 0.161 0.356 0.327 0.207 0.413 0.365 0.545 0.521 0.761
TIG 0.252 0.511 0.372 0.099 0.465 0.554 0.458 0.318 0.312 0.887

Note: CA: COVID-19 anxiety, Exposure Detection Apps Intention: EDAI, Exposure Detection Apps Usage: EDAU,
ERF: Event-Related Fear, PEOU: Perceived Ease of Use, Perceived Privacy: PP, PU: Perceived Usefulness, Social
Influence: SI, Social Media Awareness: SMA, and Trust in Government: TIG.

The direct and mediating effects proposed in the model were tested to examine the
formulated hypotheses in the structural model. Accordingly, a PLS path algorithm that
generated the path coefficients was conducted to evaluate the study significance in a
process involving the assessment of the structural model. The bootstrapping procedure
was used with a generated 5000 sample [124,130,134,136]. The path coefficient significance
was evaluated in two parts: direct effect and mediating effect (refer to Tables 4 and 5).

Table 4. The assessment of the structural model.

NO Hypothesis Beta Sample
Mean (M)

Standard
Deviation
(STDEV)

t-Statistics p-Value Sig. Decision

H1 PU -> EDAI 0.231 0.231 0.062 3.730 0.000 Sig. Supported ***
H2 PEOU -> PU 0.667 0.668 0.03 22.232 0.000 Sig. Supported ***
H3 PEOU -> EDAI 0.250 0.245 0.066 3.789 0.000 Sig. Supported ***
H4 EDAI -> EDAU 0.526 0.527 0.041 12.897 0.000 Sig. Supported ***
H6 SMA -> EDAI 0.019 0.021 0.041 0.463 0.322 Not sig. Not Supported
H7 PP -> EDAI 0.295 0.299 0.056 5.273 0.000 Sig. Supported ***

Note: t-values > 1.645 * (p < 0.05); t-values > 1.96 ** (p < 0.02); and t-values > 2.33 *** (p < 0.01); one-tailed test. SE
= Standard Error, LL = Lower Limit, and UL = Upper Limit.

Table 5. Summary of mediation results.

Bootstrapped Confidence
Interval

No Hypothesis Indirect Effect
(Beta) SE t Value 5%

LL
95%
UL Decision

H5 TIG- > SI- > EDAU 0.061 0.014 4.306 0.038 0.085 Supported ***
H8 ERF- > CA- > EDAU 0.079 0.02 3.966 0.047 0.114 Supported ***

Note: t-values > 1.645 * (p < 0.05); t-values > 1.96 ** (p < 0.02); and t-values > 2.33 *** (p < 0.01); one-tailed test.
SE = Standard Error, LL = Lower Limit, and UL = Upper Limit.

The results tabulated in Table 4 support a significant and positive relationship between
citizens’ intention towards exposure detection apps and perceived usefulness (β = 0.231,
t = 3.730, p< 0.01), supporting H1. The same held true for perceived ease of use relationship
with perceived usefulness of exposure detection apps (β = 0.667, t = 22.232, p< 0.01),
indicating support of H2, and the positive relationship between perceived ease of use and
intention towards exposure detection apps and its use among the Saudi citizens (β = 0.250,
t = 3.789, p < 0.01), indicating support for H3. The relationship between intention towards
exposure detection apps and intentions to use was found to significantly and positively
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impact its actual use (β = 0.526, t = 12.897, p < 0.01), which means H4 is supported. On
the other hand, the impact of social media awareness on exposure detection apps usage
was positive but not significant (β = 0.019, t = 0.463), and thus, H6 is rejected. Regarding
perceived privacy, its impact on exposure detection apps intention towards use was positive
and significant (β = 0.295, t = 5.273, p < 0.01). Thus, H7 is supported.

Moving on to the mediating relationships, for H5 and H8, according to [137], social
influence and anxiety mediate the relationship between event-related fear and the use of
exposure detection apps (refer to Table 5). Based on their suggestion, mediation exists if
there is an insignificant indirect effect and the bootstrapped confidence interval fails to
straddle a 0 in-between.

In this study, the bootstrapping analysis on trust in government illustrated a significant
indirect effect at (β = 0.061) with t-value = 4.306, with the indirect effect 95% of exposure
detection apps usage (LL = 0.038, UL = 0.085) illustrating the absence of straddling a 0 in-
between, as explained by [137]. The same held true for event-related fear and its significant
indirect effect (β = 0.079) with t-value = 3.966, with indirect effect 95% of bootstrapped
exposure detection apps use (LL = 0.047, UL = 0.114) and absence of 0 in-between straddle.

The above results show that social influence and COVID-19 anxiety have a mediating
role in the relationship between trust in government and exposure detection app use and
event-related fear and exposure detection apps use, supporting Hypotheses 5 and 8.

4. Discussion

This study validated the effectiveness and benefit of TAM in predicting exposure
detection apps use for tracing cases and individuals who have recently come into close
contact with positive COVID-19 cases, assisting in breaking the infection chain. The
assumptions of TAM were supported with additional variables, providing the model
with higher predictive strength. Notably, the model explained 0.364 in COVID-19 anxiety,
0.477 in exposure detection apps intention, and 0.459 in exposure detection apps usage.
Moreover, social influence displayed a low predictive strength of 0.101.

Based on the results, perceived usefulness significantly predicted exposure detection
apps intention (p < 0.01), which is aligned with past studies dedicated to mHealth such
as Binyamin and Zafar [73], Sezgin et al. [138], and Zhang et al. [72]; and is aligned with
exposure detection apps such as Alsyouf et al. [4]—studies reported that PU is a top driver
of user’s behavioural intention to use mHealth types. Thus, if citizens are convinced of
the usefulness of exposure detection apps in safeguarding their health from COVID-19
infection, they will have a high usage rate.

In H2, the relationship between ease of use and perceived usefulness was tested. A
significant relationship was found (p < 0.01), similar to past studies by Binyamin and
Zafar [73], Li et al. [75], and Tsai et al. [74] in the mHealth context, and by Alsyouf et al. [4]
in the exposure detection apps context. This shows that the perception of ease in using
exposure detection apps may lead to the belief that they are useful. As such, users who
find the app easy to use would use it more often, which would support their perception of
its usefulness and importance to their lives.

Moreover, a significant relationship was found between PEOU and exposure detection
apps intention (p < 0.01) in H3. The same finding was found in past studies by Binyamin
and Zafar [73], Deng et al. [139], and Zhu et al. [140] in mHealth, and by Alsyouf et al. [4] in
exposure detection apps. The results show that perceived ease of use among citizens regarding
exposure detection apps could lead to their effective intention to use them and actual use
of the apps. This result may be attributed to the crucial significance of PEOU of mHealth
among citizens. In past studies, consumers’ acceptance of health informatics applications was
revealed to be distinct from how health professionals accept them [65,69]. This was due to
consumers’ lack of self-efficacy and negative feelings regarding usability, making consumers
more likely to encounter challenges in using health informatics applications. In other words,
it is necessary to assist citizens’ acceptance of the app.
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In the fourth hypothesis (H4), intention to use exposure detection apps was found to be
a major indicator of its actual use, as a positive influence was found (p < 0.01). The significant
relationship of the two factors was also supported in past studies (e.g., [4,73,141,142]). This
finding indicates that the users’ behavioural intention is a good indicator of their acceptance
and use of new technology. In other words, citizens’ intention towards using exposure
detection apps predicts their actual acceptance and use of the same juxtaposed against prior
studies in the mHealth context.

The influence of social media awareness on exposure detection apps intention to use
was positive but insignificant among Saudi citizens, indicating that social media messages
disseminating the information may have no effects on the use because the use of the apps
has been made mandatory. The Saudi government adopted a paternalistic strategy in
their emergency response, thereby promoting the common good over the individual’s
right to autonomy [143]. In a paternalistic strategy, everyone’s freedom is restricted to
protect everyone’s best interests, giving the rights of society priority over individual rights.
Moreover, individuals have the right to health, including protection from and prevention
of contracting diseases, to ensure long-term interests’ precedence over short-term ones.

In Saudi Arabia, public health policies are directed towards population-level health
outcomes rather than the individuals’ rights and interests, making it mandatory for citizens
to use exposure detection apps. For instance, to physically access any economic, commercial,
cultural, sports, tourism, scientific, social, or recreational activity in the Kingdom, the status,
“Immune from COVID-19” must be present. To this end, social media awareness has no
significant effect on the use of exposure detection apps among citizens.

This result may also be attributed to increased social media use during the pandemic.
An increasing number of people engage and connect with others online, boosting their
sharing of information [144,145]. At the same time, social media has a crucial role in spread-
ing misinformation and sensationalism concerning COVID-19, thus, emotionally charging
users and attracting their attention [146]. Hence, social media trust as a dependable COVID-
19 information source is not as effective; it only has a minimal effect on intention towards
exposure detection apps usage and it has a vital role in spreading misinformation and
sensationalism concerning COVID-19.

The results of H7 show that perceived privacy predicted that exposure detection
apps intention to use was (p < 0.01), which is similar to that reported by past studies on
mHealth (e.g., [147,148]). This finding reveals the importance of perceived privacy on the
behavioural intention of the user to use mHealth and its types. Thus, perceived privacy
contributes to the adoption of exposure detection app intention. If users perceive that their
privacy is valued by the app, not their data, they will be more inclined to use it. In this
context, the Tabaud app is privacy-focused. Using it requires no information or location
sharing; it depends on Bluetooth to obtain IDs and updates them randomly. A user who
needs any medical procedure or testing for the virus can avail the information provided by
the Ministry of Health regulations. They require personal information (name, national or
residence ID number, and date of birth).

Added to the above, social influence was revealed to have a mediating role in the
relationship between trust in government and exposure detection apps use (p < 0.01). This
finding is a new contribution to the literature that shows a significant and direct positive
effect of trust in government on exposure detection apps use and on social influence. Social
influence was also found to significantly affect exposure detection app usage. In this regard,
no empirical findings have been documented on the mediating impact of social influence
on the trust in government/exposure detection apps usage relationship.

In the same way, the mediating role of COVID-19 anxiety on the relationship between
event-related fear and exposure detection apps usage was supported (p < 0.01), contributing
another new finding to the literature. This result shows that event-related fear significantly
and directly affects exposure detection apps in a positive direction. This held the same for
the direct effect of event-related fear on COVID-19 anxiety, as with anxiety’s direct effect
on using exposure detection apps. Nevertheless, empirical studies on the mediating effects
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of COVID-19 anxiety on the event-related fear/exposure detection apps usage relationship
are still lacking.

In sum, social influence and COVID-19 anxiety significantly mediated the relation-
ship between trust in government/exposure detection apps use and COVID-19 anxi-
ety/exposure detection apps usage, supporting H5 and H8. The statistical findings sup-
ported the conceptual model’s predictive validity, thereby validating the premise that trust
in government and event-related fear caused by COVID-19 can enhance the use of exposure
detection apps.

5. Conclusions

This study minimises the literature gap concerning the relationships between con-
structs and acceptance of exposure detection apps, including social media awareness,
perceived privacy, with social influence and trust in government as new exogenous predic-
tors of TAM among Saudi citizens’ use of the apps. According to Jaber et al. [149], the major
public health challenges for technologies in the current times are related to COVID-19
health monitoring and management.

Based on the study’s findings, there are several implications for management. The
government of Saudi Arabia is concerned with the public’s safety compliance behaviours,
including social distancing, wearing masks, and hygiene [41]. In this regard, the exposure
detection apps provide solutions for surveillance of COVID-19 cases through e-input, trans-
mission, and data retrieval from local and remote locations. Consequently, the detection
and reporting of any potential case can be traced. Enabling tracing is smartphone commu-
nication technology that has become ubiquitous in daily life in all sectors. Policymakers in
healthcare throughout the globe make use of mHealth to confine the pandemic and control
the health crisis while enhancing health services even in remote areas with low resources.
Which will lead to improve Patients safety too [150].

The COVID-19 pandemic opens up avenues for extending, integrating, and theoret-
ically testing technology acceptance models. Such replications, applications, and inte-
grations to TAM specifically contribute to understanding current technology adoption.
Furthermore, the study is directed towards explaining the influence of social media aware-
ness, perceived privacy, social influence, and trust in government on the perceptions
towards using exposure detection apps during the pandemic. These attitudes and be-
haviours are crucial for public health officials, technology developers, and experts in order
to design better apps, implement better techniques, and better protect personal information.
Consequently, app updates can be released, addressing the public worries based on their
feedback and ultimately enhancing the exposure detection apps adoption and usage rates.

Limitations and Future Research

This study has limitations, the first being the application of the study conclusions to
one location and time. The study conducted a cross-sectional survey that needs to account
for the differences among the underlying associations throughout divisions, locations,
contexts, and countries. Their meanings may dissipate as time passes. Future studies could
use a longitudinal design. Second, data were collected through university email distribution
groups from one of the biggest universities in Saudi Arabia, limiting the generalisability
of the results. Collecting data online during the lockdown period limited the collection
of more accurate and representative data for the study. Future research should consider
different settings and include bigger samples representing the Saudi context better.

In addition, other methods of data collection may be used in the future; further
research may include comparative studies or assessment of pre-adoption and post-adoption
behaviour in regards to mobile health applications. Moreover, qualitative research could be
used to acquire life experiences that are pertinent to the positional analysis adopted here
by eliciting narrative analysis or explanation phenomenology approaches.

Third, the present study does not consider all external variables that impact technology
acceptance; more research is required through extending TAM with other external variables,
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such as technology self-efficacy, satisfaction, and quality factors (services quality, system
quality, and information quality). In addition, demographic parameters such as age and
gender could be addressed.

Fourth, the present study focuses purely on TAM. In the future, it would be interesting
to combine TAM with other theories. Ultimately, it may be necessary to re-examine the
findings of this study in other contexts in the future. Finally, future studies could address
the impact of the adopted paternalistic strategy by governments on the adoption of tracing
apps to fight COVID-19 pandemic spreads.
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Appendix A

Table A1. Variables with measurement items factors.

COVID-19 Anxiety Items Reference

CA1 To what extent are you concerned about the COVID-19 pandemic?

[4,151]

CA2 To what extent do you believe that COVID-19 could become a “pandemic” in Saudi Arabia?
CA3 How likely is it that you could become infected with the COVID-19 pandemic?
CA4 How likely it is that someone you know could become infected with the COVID-19 pandemic?
CA5 How quickly do you believe contamination from the COVID-19 pandemic is spreading in Saudi Arabia?

CA6 If you did become infected with the COVID-19 pandemic, to what extent are you concerned that you will
be severely ill?

CA7 To what extent has the threat of the COVID-19 pandemic influenced your decisions to be around people?

CA8 To what extent has the threat of the COVID-19 pandemic influenced your travel plans?

CA9 To what extent has the threat of the COVID-19 pandemic influenced your use of safety behaviours
(e.g., hand sanitiser)?

Event-Related Fear Items Reference

ERF1 The current COVID-19 pandemic makes me feel afraid.
[4,152]ERF2 The current COVID-19 pandemic makes me feel anxious.

ERF3 “When I think of The current COVID-19 pandemic, I get very scared about what might happen to me”
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Table A1. Cont.

Exposure detection
App Usage Items Reference

EDAU 1 I downloaded the Exposure detection App on my device during the COVID-19 pandemic.

[4,8]
EDAU 2 Currently using the Exposure detection App during the outbreak of the Corona Virus

(COVID-19) pandemic.

EDAU 3 Use the Exposure detection App frequently during the outbreak of the Corona Virus
(COVID-19) pandemic.

Perceived Usefulness Items Reference

PU1 Using the Exposure detection App is useful to protect me from the COVID-19 pandemic.

[4,60]

PU2 Using the Exposure detection App increases my attention to the COVID-19 pandemic.

PU3 Using the Exposure detection App helps me reduce the time it takes to identify infected cases in contact
with me

PU4 The use of the Exposure detection App enhances the efficiency of epidemiological surveillance to isolate
people in contact with infected cases during the COVID-19 pandemic.

Perceived Ease of Use Items Reference

PEOU1 I feel that the Exposure detection App is easy to use.

[4,60]PEOU2 I feel that the Exposure detection App is convenient.
PEOU3 Getting the information that I want from the Exposure detection App is easy.
PEOU4 The exposure detection App requires no training.

Exposure detection
App Intention Items Reference

EDAI 1 I intend to continue using the Exposure detection App during the COVID-19 pandemic outbreak.
[4,8]EDAI 2 I will always try to use the Exposure detection App during the COVID-19 pandemic outbreak.

EDAI 3 I plan to continue to use the Exposure detection App during the COVID-19 pandemic outbreak.

Social influence Items Reference

SI1 People who are important to me think that I should use the Exposure detection App during the
COVID-19 pandemic.

[8,31]SI2 People who influence my behaviour think that I should use the Exposure detection App during the
COVID-19 pandemic.

SI3 People whose opinions are valuable the most will prefer that I use the Exposure detection App during the
COVID-19 pandemic.

Trust in Government Items Reference

TIG1 When making important decisions about health regulation during the COVID-19 pandemic, the
government is concerned about the welfare of people like me.

[153,154]
TIG2 If I were to have health problems during the COVID-19 pandemic, governmental agencies are available

to offer me assistance, support and healthcare services.

TIG3 Those who make decisions about health regulation in this country during the COVID-19 pandemic seem
to understand the needs of people like me.

TIG4 I am comfortable relying on the government to meet its obligations during the
COVID-19 pandemic. Dropped.

Perceived privacy Items Reference

PP1 I would feel safe when I send personal information via the Exposure detection App.

[155]

PP2 I think the Exposure detection App has a high commitment to ensuring the privacy of its users.
PP3 I think the Exposure detection App complies with the personal data protection laws.

PP4 In my opinion, the Exposure detection App only collects the personal data of users which will only be
required for its activity to detect Coronavirus infected cases.

PP5 In my opinion, the Exposure detection App respects the privacy rights of users when obtaining
personal information.

PP6 In my opinion, My personal data would not be shared with other institutions without my consent if I
used the Exposure detection App.
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Table A1. Cont.

Social media awareness Items Reference

SMA1 Facebook increases my knowledge and awareness about how to use the Exposure detection App to
prevent the COVID-19 epidemic from spreading.

[156]

SMA2 Instagram increases my knowledge and awareness about how to use the Exposure detection App to
prevent the COVID-19 epidemic from spreading.

SMA3 Twitter increases my knowledge and awareness about how to use the Exposure detection App to prevent
the COVID-19 epidemic from spreading.

SMA4 Whats App increases my knowledge and awareness about how to use the Exposure detection App to
prevent the COVID-19 epidemic from spreading.

SMA5 YouTube increases my knowledge and awareness about how to use the Exposure detection App to
prevent the COVID-19 epidemic from spreading.
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